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THE TOPOLOGY, ALGORITHMS AND ANALYSIS OF
A SYNCHRONOUE OPTICAL HYPERGRAPH ARCHITECTURE

Yoram Ofek, Ph.D.
Department of Electrical and Computer Engineering
University of Hlinois at Urbana~-Champaign, 1987

One of the main challenges in computer engineering today is the question of how to
connect a large number of computing nodes, which are distributed over a large area, into
one integrated system. The functions performed by the system are varied from elec-
tronic mail, distributed file servers to paraliel processing, and real-time data communi-

cation {e.g., voice and video}.

The research, presented in thesis, involves a bottom-up design of a fiber optic
hypergraph network. The network is counstructed of nets, which are passive optical
stars, and constitute a multiple access medium. The topelogy and the high bandwidih
{>1 gigahit/second) enable the construction of a low-dimension, synchronous, hyper-
graph network. The system maintains a global event synchronization with total order-
ing and uniformly integrates various functions by using distributed algorithms. It will
be shown how voice and data are integrated on the system and how time stamps are
used for implementing conecurrency control algorithms {e.g., mutual exclusion). These

algorithms are designed for a real-time operation in a very high bandwidth.

The following new ideas were incorporated:
» a new family of conservative codes, for preserving time integrity and decoding, without
a phase-locked loop
¢ 3 hierarchical interface to one gigabit/second serial link
# 3 protocol for periodic exchange of state and time information, which enables the

implementation of a hybrid multiple-access control scheme, and the integration of other



network control functions

e an algorithm for maintaining global event synchronization and total event ordering

o 3 scheme for integrating voice and data by constructing virtual multiplexers and
demultiplexers

» an isolate and skip mechanism for graceful degradation of the network performance

& a partial hypergraph as a centralized switch
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'If you know a mathematical proposition, that's not fo
suy you yet know anything, If there iz confusion in
our operations, if everyone caleulates differently, and
eack one differently at different times, then there ton 't
any calevlating yet; if we agree, then we have only set
our watches, but not yet measured any lime.

If you know a mathematical propogition, that's net to
say you yet know anything.

Le., the mathematical proposition is only supposed o
supply a framework for a description.”

(Ludwig Wittgenstein, "Remarke on the Founda-
tion of Mathematies™).

CHAPTER 1.

INTRODUCTION

1.1; Overview

Presented in this thesis a design (description), reasoning, and analysis of a large
area network, which is based on the hypergraph topology. Onpe of the main challenges in
computer engineering today is the question of how to connect a large number of comput~
ing nodes, which are distributed over a large ares, into one integrated system. The fune-
tions performed by the system may vary from electronic mail and distributed file servers
to parallel processing and real-time data communication (e.g., voice and video). The
proposed hypergraph network is a realistic system architecture for a very large network,

and can perform the above functions efficiently and in a distributed manner.



The work in this research is part of an AT&T project for developing a metropolitan
area network. This term denotes a network having thousands of nodes within an ares of
about 1000 square kilometers and integrates the transmission of data, voice, and video.

It will be based on high bandwidth, single mode, and optical fiber links.

The network topology is a hypergraph, which is a set of nets; each net is a set of
two or more nodes [Ullm&4). The nets form the edges of a hypergraph, and the nodes
are its vertices. The vertices of a particular edge have complete connectivity, so that a
message can be transferred between any pair of its vertices. The nets or edges can be
viewed also as buses, and each node has ports to several buses (at least one). This type

of system is often called a bus-based topology or bus—connected architecture RePa85].

One of the motivations for this research is to exploit recent technological advances,
which make it possible to construct a high-performance, large-area network. The design
will make use of the advances in the following areas:

{i} Single mode optical fibers, with a very high bandwidth, low attenuation {less than 0.5
db/km}, and low spectral-group delay difference [Kapr85; and low-loss, passive, optical
star couplers.

(ii} High-speed logic devices from GaAs and ECI technologies, which make it possible to
construct a digital electronic interface to a serial link with a transmission rate of more
than one gigabit/second.

(iii} Very high-density custom and semicustom integrated cireunits, for executing complex

network control algorithms in real time.

An optical fiber is a dielectric waveguide which can transfer electromagnetic energy

aver long distances with very low losses. Electrieal transmission lines have relatively low



3

efficiencies at frequencies higher than a few gigaherts. Optical waveguides are feasible

well above these frequencies.

(1)

(2)

(3)

(4)

Optical fibers (see {Kapr85] and [Pers83]) have the following properties:

Electrical Isclation - Optical communication enables data transfers among sub-
systems that are electrically isolated from one another, eliminating the problems

of ground loops and ground noise.

Noise Immunity ~ optical links are immune to most electric and electromagnetic

noise sources; e.g., RFI, EML
Low Loss — less than 0.5dB /km for single~mode fibera.

Security ~ A fiber-optic link is diffcult to tap without detection, and it is practi-

cally impossible to sense the transmitted information {due ta its Jow losses).

Passive optical coupling - This enables electromagnetic energy o be split between
two fibers. The star topology is based on optical couplers. It has very good fault

tolerant properties, and can continue to operate in the event of multiple failures.

‘The major motivation for high-speed fiber optic links {over 1 gigabit/second) is to

decrease the dimension of the hypergraph, and to inecrease the width {number of ports

from different nodes) on every hypergraph edge. As a result, the overall system’s com-

munication and computation control is simpler. It will be shown that it is possible to

design high efficiency algorithms for a two- and three-dimensional hypergraph. These

algorithms are executed in real time, independent of the distributed operating system

software.



Each net of the network is realized as a centralized, passive, optical star, The mes-
sages from the net’s ports are zﬁerged into one small area in space {a few inches), and are
then broadeast back to all the net’s ports. The centralized net’s topology simplifies the
synchronization of all the nodes on the net. Time is slotted, such that one time slot ig
about one message or packet interval. The centralized star topology can tolerate multi-
ple failures and can detect collisions of packets of any size. The simple net synchroniza-
tion together with the low hypergraph dimension make it possible to achieve global event
synchronization, which is very important for implementing distributed functions and

integrating real-time data communication.

1.2, Thesis

A low-dimension, a high width (the number of ports on a net}), globally synchron-
ized optical hypergraph, can be off ciently {with low overhead) managed and controlled in

a distributed manner, such that:

(1} The proposed distributed algorithms {e.g., access control, synchronization, voice
integration, overflow prevention} improve their performance as the state/time
information propagates faster through the system. Increasingly higher bandwidih
makes the slot duration shorter, which makes the state update more often. The
high bandwidth enables the construction of a low-dimension kypergraph; there-
fore, the state information should propagate via, at most, one, two or three nets,
The net and network global synchronization will enable a well-defined state tran-
sition at the end of each time slot, which simplifies the implementation of distri-

buted algorithms.



(2) Algo.rithmﬂ for access control, global synchronization, routing, buffer manage-
ment, and voice integration are independent of the distributed operating system.
Furthermore, these algorithms are based on one another, Their construction is
done bottom-up; a higher-level algorithm is based on lower-level algorithms,
Thus, the routing algorithm is based on the properties of the access control and
synchronization algorithms, the access control is derived from proi}erties of the
encoding/decoding scheme, and the encoding/decoding is based on the properties

of the fiber optic communication medium,

(3)  The net interface can tolerate permanent and intermittent physical failures by
dynamic reconfiguration and adaptation of the network econtrol algorithms. It
will be shown that the centralized, passive optical star is very reliable and
inherently redundant. The objectives of the fault tolerant mechanism are to
minimize the probability of packet loss and to avoid the transmission of packets
which cannot reach their destinations, From the reconfigurability of the system,
it is possible to derive many applicable variants of the basic system, e.g., from
the regular hypergraph it is possible fo derive the partial hypergraph, sach that

both have the same distributed operating principles.

1.3. The Basie Construction Steps

The basic methodology for the design proceeds bottom-up, as shown in Figure 1.1,
Using this design methodology it is possible to exploit the unique properties of the opti-

cal medium and to guarantee the physical realizability {or feasibility) of the design.
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Figure 1.1: Design Methodology

Deseribed in Chapter 2 the basie principles of the system’s operation and provides
an overview of its structure. The connectivity among the network nodes is defined, and
the basic mechanism in which they interact is discussed. In Chapter 3 a new type of
encoding scheme is proposed and analyzed. The code is designed to preserve the time
information for self-clocking in serial communication over multiple-access channels.
This new code is called conservative, since each codeword has a fixed number of transi-
tions and a known delimiting transition at the end. It can be decoded without explicitly
recovering the receiving clock with a phase-locked loop (PLL). Thus, using this nev;' cod-
ing scheme, it is possible to broadcast short centrol messages, one after the other, from
different and asynchronous nodes. These short control packets are essential for uni-
formly integrating various system functions. The code is analyzed under various con-

straints and is shown to be efficient. In Chapter 4 the design of a digital interface is



presented, making use of the conservative code. The eritical timing path of the interface

is optimized for maximum digital bandwidth.

In Chapter 5 a detailed design and analysis of a single net are presented. The
emphasis in this chapter is on the mechanism for the periodie exchanging of state infor-
mation and the way this information is used for the hybrid access control. Global syn-
chronization and time stamping are incorporated into the system and presented in
Chapter 6. The global event synchronization mechanism, which is imposed on the sys-
tem, also uses the implicit and explicit time information, which is exchanged periodically
by the control messages, All events are time stamped by a synchronous system clock,

thereby preserving total event ordering.

The next step is combining the nets into an optical hypergraph network, which is
described in Chapter 7, with emphasis on two basic configurations: two-dimensional reg-
ular hypergraphs and two-dimensional partial hypergraphs. The fault tolerance
enhancement for the system is deseribed in Chapter 8. In particular, it is shown how the
loss of packets can be prevented, based again on the periodic exchange of state informa-
tion. Chapter 9 shows how real-time {voice} communication is integrated into the sys-
tem. The voice integration is an immediate outcome of the global synchronization. Final

discussion, conclusions and further considerations are presented in Chapter 10.

1.4. Optical Architecture for Large Area Network

A metropolitan area network is supposed to be significantly larger than today’s
local area networks (e.g., Ethernet) with respect to the following parameters: {i} 10-100

times the number of nodes, (ii) 10-100 times the area, {ili) 10-100 times the medium



bandwidth, apd {iv) capability to integrate several types of communication.

In general, an optical architecture s comprised of three parts: (i} the connectivity
among the network nodes {i.e,, the topology), (ii) the explicit physical properties of the
network {e.g., transmission method, time partitioning, baud rate}, and (iii) basic prinei-
ples of operation, such as access control, routing, and buffer management. Many of the
network examples which are found in the literature concentrate on only one of these
three aspects, and often it is not clear how and how well the other architectural aspects

are sojved.

When examining the scope of optical architecture, the following classes can be

identified:

(1} Centralized point-to-point architecture - similar to the telephone network, In
this architecture high bandwidth fibers replace wires, This architecture is based
on a centralized switeh, which can be a major bottleneck. The major advantage
of the centralized switch architecture is that it can be controlled more in a simple
manner than a distributed architecture. A major disadvantage is that it is harder
to extend this architecture. Two recent examples for this approach can be found
in [LMHo86| and [VILe84]. Clearly, the switch architecture is a possible solution,

which 1s relatively well understood and simple to implement.

(2)  Optical local area network (LAN) — this architecture is limited in its size and is
constructed of a single shared medium (a ring or a bus}, with possible gateways to
other networks. A typical example is Fibernet 1l A Fiber Optic Ethernet
[SRNJBS3|, or Hubnet {[L.eBo83] and [LeBolk84]), D-NET {TCJ83], or active star

LAN [Kama87}.



{3} Backbone optical networks - which have been proposed for metropolitan ares
networks. These networks are characterized by having dual rings operating in
opposite directions. Typical examples are FDDI (Joly84] and MAGNET
[Lazar85]. In some configurations several of these dual rings are conneeted

together [Sze85],

(4)  Distributed networks - network consisting of several nets, where each net is a
shared medium or a hus. The switching of messages is done in a distributed
manner. Most of these designs are top--down without explicitly showing how they
are realized and operated. Typical examples are found in [Wittg1], [UllmB84], and

[RePags],

The proposed optical hypergraph is a distributed network, as in the last example.
The major differences are: (i) the design methodology is bottom-up, trying to show how
all major aspects of the system can be realized, {ii) the design is based on some specific
optical properties (single mode fibers, passive optical couplers), and (iii) the design tries
to make an efficient use of the high bandwidth (about 1 gigabit/sec), utilizing different

design prineiples {e.g., perindic exchange of state information).
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CHAPTER 2.

SYSTEM'S PRINCIPLES

In this chapter the basic principles for constructing the system are presented, and
its principles of operations are discussed. The concepts which will be defined and

developed in this chapter will be used throughout the thesis.

2.1. The Scope of the System

The system, in the context of this research, is defined as the network topology plus
the interface functions, as shown in Figure 2.1, The shared buses of the hosts are the
boundaries of the system. Each host bus may be shared by several computing units. In
general, the units which reside beyond the host bus are beyond the scope of this thesis.
From the hogt point of view, the network is a resource, like other memory resources.
Via the shared host bus, a computing unit writes or reads a message to or frem a buffer

in the network’s interface.

A node is defined as a point in space from which there is an access to the network,
via a host bus. In the following discussion the term "node” refers to the interface func-

tions at some point.

2.2. The Network Topology

The network topology is a hypergraph, which is formally defined as [Berg73}: Let

X = {eg;, 2y, -, 2, } be a finite set of nodes, and let F == {E; | 1 ¢ I} be a family of
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INTERFACE

e

NETWORK

SYSTEM
10,000 NODES
= 1000 K>

= " HOST BUS

Figure 2.1: The System Deseription

subsets of X'. The family F is said to be a hypergraph on X if (1) E; # ¢, and {2) the
union of all E; is equal to X. The couple E = (X ,F} is called a hypergraph. The ele-
ments ¥y, Ty v, z, are called the vertices. The sets By Ey -, E, are called

the edges of the hypergraph.
in this research four different hypergraph configurations were considered.

(1) Two-dimensional regular hypergraph {2D-R) - each edge (net) F, has exactly n

vertices (nodes), such that n? = p is the total number of vertices in the hyper-
P
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graph}, and each vertex belongs exactly to twe edges (E,). Pigure 2.2a is an
example of a 4-by-4 regular hypergraph in the = ~4 plane; each edge has exactly
4 vertices and the total number of vertices is 16. Figure 2.2b is a representation
of a 3-by-3 2D-R hypergraph, such that each net is realized by a centralized opt-

ical star.

(2) Two-dimensional, partial hypergraph (2D-P) - the set of p vertices is divided
into 2k subsets. FEach E; has exactly n vertices, such that (i) k& of its vertices
belong to exactly two edges, (ii) a vertices belong only to one edge, and (iii)
k-a =n. The total number of vertices in the partial network is

p=k®+2ke =n? - g*
Described in Figure 2.3 the different possible layouts of 2D-P. Note that since

Figure 2.2: Two-Dimensional Regular Hypergraph
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every edge is a centralized optical star, the nodes (vertices) are indistinguish-
able with respect to the star’s center. Therefore, the a vertices of each net, which
belong only to one edge, can always be rearranged as shown in Figure 2.3b or Pig-

ure 2.3c.

Three-dimensional, regular hypergraph (3D-R} - each edge {net} E; has exactly
n vertices (nodes}, such that n® =p (p is the total number of vertices in the
hypergraph), and each vertex belongs exactly to three edges (£;). Pigure 2.4 is an
example of a 3-by-3-by-3 regular bypergraph in z—y—z space; each edge hag

exactly 3 vertices, and the total number of vertices is 27.

Three-dimensional, partial hypergraph {3D-P) — the set of p vertices is divided

into 3k? subsets. Each £, has exactly n vertices, such that (i) k& of its vertices

I k a
.—-—'-""—n-m—.»_.._.«—/\u.___._w——-www«.. W\/ﬂxm/ﬂm
] H-H H ;smmlmm ]
{ }
[ H
{ (N 1
Ll 3 t
i ]
[
[ 7 b
£ ]
L LLJ i ERERS
_____ .4
= L

() (b) (c)

Figure 2.3: 2D-2P Partial Hypergraph
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belong to exactly three edges, (i) @ vertices belong only to one edge, and (i)

k-a =n. The total number of vertices in the 3D-P network is

p =k +3k% =n® ~ g —3a%%

2.3. The Optical Star

Each net is a passive optical star, which is realized by centralized passive optical
couplers, as shown in Figure 2.5, which is an array of single mode, optical couplers. A
general discussion on star couplers is found in [Marh84]. It is assumed that the optical

star is built in a very small area in space, so the communication on the net merges to one



15

point in space (called the center of the star), and then broadeasts back to all the nodes of
the net. The optical hypergraph is composed of multiple optical stars, as shown in Fig-
ure 2.2b, where there are 9 nodes and 6 optical stars, with each node having access to

two optical stars via its two ports.

The single-mode, optical coupler is a device with two input terminals (C* and
C¥), and two output terminals (C° and ¥y,
Let G{A,D) - be the transmittance from point A to point D, representing the fraction
of power from 4 which reaches D).
The optical coupler has the following reciprocity property:
a{ct,c?y = qef, 0%

G(Cch,e%y =G CP,oP)

The major consequence of this property is that it is impossible to send from both inputs

more than hall of the energy to only ome of the outputs. For example, if

Node 1 —in —{ ~ J—u-{ p . A4 Node 1 - out
o i TN — 0
o e T L o
o <L PN
O MM“”QWM'“ u o
© o \><‘:“‘T’Z:: — ©
o ] — o
Node 8 - in ( Node 8 - out .

w1 Passive Optical Star Coupler

Figure 2.5: Optical Star
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G(CA,07) = %——, then G{C*,0¢) = %—, and hence, G(C¥ 0P) mi«. Therefore, for

practical reasons it can be assumed that the transmittance of the optical coupler is

exactly one half, i.e., the coupler attenuates the signal by 34b.

In [NTM85], Tobagi et al. analyze different net configurations which use passive
optical couplers. Their results demonstrate the feasibility of constructing a passive fiber

optic net with about 100 nodes, within an area of more 1000 square kilometers.

The net is construeted of single-mode fibers with very low losses, and 3db optical
couplers (only symmetric couplers are considered). The following is a comparison among
three passive topologies: star, binary-tree and ring (or linear bus).

Given that (a) the transmitter emits a unit of energy into the net, (b} the net has N
nodes (N is power of 2), and (¢c) the only losses are by splitting the energy by the optical

couplers. What is the minimum, energy that each node receives?

(1)  Star topology —

1 1
E ot b
T 210&2!\‘; N
{2} Tree topology -
1 2

B, = 2{2!0{;2}\1)-—1 = N2

(3} Ring or hnear bus topology -

Clearly, the passive star topology distributes the energy most efficiently. Detailed

discussion of the energy issue, with respect to all losses, can be found in [NTM&5].
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#.4. Time Partitioning

The timing relationship among the system’s nodes and nets has a very important
role in the implementation of high-level system functions, e.g., distributed operating sys-

tems and voice communication,
There are three main reasons for time stotting:

(1) To be able to transmit a single bit of information into the centralized net, almost
every bit period. Thus, the upper bound on the net utilization is almost 1009%.
Note that as the bandwidth gets higher the size of the packet in the serial link
gets shorter. In a large area network with a bandwidth over one gigabit/sec it is
reasonable to assume that severaf packets can be in the channel at the same time.
Without slotting, the next one to transmit must wait until it sees the tail of the
current packet. Thus, as the bandwidth gets higher more communication capa-
city is wasted.

(2)  To be able to broadcast multiple short control messages suceessively from multi-

ple nodes,

(3)  To support a global system clock, which maintains global event synchronization
of all the system’s nodes, and enables time stamping of all communication and

computation events,

{4) To have a well-defined global state {or instantaneous description), and well-

defined global state transitions.

{5) To reduce the probability of collision, as in the case of slotted Aloha versus pure

Aloha [Abra77|.
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The system is synchronized by each time slot. Fach node’s interface has a slot
counter for measuring the time. All the system’s slot counters are synchronized and
have the same reading (in Chapter 6 there is a detailed description and analysis of the

mechanism for achieving global event synchronization}.

The slots are grouped into frames with f slots per frame. The duration of one
time slot and the value of f are determined such that one time frame duration is larger
than the maximum delay of any node to the center of the net and back. The duration of
a slot is measured in bit periods, and is about the size of a typical packet or page in the

gsystem.

2.4.1. Periodie exchange of state information

Each slot is subdivided into »-+1 minislots. The first r minislots are very short
control minislots (CMSs), and the last one is a data minislot (DMS). The minislots are
used by different nodes, so during each time slot r +1 different nodes are transmitting

over the net,

The main reason for dividing the slot into control and data parts is for functional
and physical partition between the communication (or computation) controls, and the

actual data transfers (or processing).

2.4.2, Parcels for voice communication

During the DMS, which occupies most of the time slot, one packet of data is sent
from one node. The data packet may be subdivided into p parcels. Each parcel may

have a different destination or destinations over the net. The use of parcels enables the
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node to mix small and large data messages in an arbitrary fashion. This makes the
communication over the net flexible and dynamically adaptable to different types of
communication. As a result, the use of the communication resource of the net
becomes more efficient. The use of parcels, together with global event synchroniza-~

tion, enables the simple integration of voice and dats communication (see Chapter 9).

2.5. Basic Principles of Operation

The operation of this system follows some general principles that are defined in this

section.

2.5.1. Global synchronization and total event ordering

The time on each of the system’s nets is partitioned in the same way, and with
equal slot duration. Global synchronization means that the time patterns on all nets
cannot differ by more than half a time slot (see Chapter 6). Each node interface has a
slot counter {local event clock). All the system’s slot counters are synchronized, such
that at the end of each slot all the system’s slot counters have the same reading for a
period of time which is greater than zero. With this value, the current events at each
node are time stamped. Thus, if all the events in the system are time stamped, then

the system preserves total temporal event ordering.

2.5.2. Synchronous and asynchronous operation

There are two possible views on this syster, the microview and the macroview.

In the mieroview, the system is asynchronous, Lel, every node has its swn loeal clock,
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which is used for transmission and for the interface’s finite state controllers. In the
macroview, the system is synchronous, and its basic event is a.sing,;ie time slot. The
synchronous event is three or four orders of magnitude longer than the asynchronous

event, a single bit period,

2.5.3. Open mode operation

Global event synchrenization and total event ordering enable the system to per-
form distributed computing functions in an open mode fashion. For example, a pro-
cess can send a request with a time stamp to all the other cooperating processes. The
request will be granted, without an explicit acknowledge after the two conditions are
true: (i) the process waits the necessary required time for the request to reach all the
other cooperating processes, and (ii} the requesting process does not receive similar

requests, with an earlier time stamp, during its waiting period.

2.5.4. State information and common knowledge

Control and state infermation are transmitted during the control minislots
(CMSs), so that all nodes periodically exchange state information. This information is
considered local common knowledge after i_t has reached all the net’s nodes. Once
this information has reached all the systern’s nodes, it is then considered global

common knowledge.

It is not required that common knowledge information be kept explicitly in the
node. The interface can perform real-time computation on the information, incor-

porate the result n some local parameters, and discard the original data. So, the inter-
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face does not contain a large number of replicated parameters,

For example, the state information, which is exchanged periodicaily, ean be used
to integrate, in a uniform manner, the following functions:
(i) Data Communication
(ii) Distributed Computation
(iii) Distributed Data Base Management

(iv) Real-Time Voice Communication

2.5.5. Round-robin scheduling

Round-robin scheduling 1s very simple to implement in real-time, and can
guarantee fairness. Moreover, for a homogeneous system, round-robin scheduling is
efficient. In principle, other scheduling algorithms can be implemented, but for the
presentation, understanding, and analysis round-robin is simpler. An important cop-
dition for implementing any other scheduling scheme is to be able to execute it under

real-time constraints, which become tighter as the net’s bandwidth inereases.



23

CHAPTER 3.

CONSERVATIVE CODE FOR MULTIPLE ACCESS CHANNELS

3.1. General

The family of conservative codes is a new coding scheme for preserving the time
integrity of serial communication over a multiple access channel. These codes are
characterized by a constant number of transitions in each codeword and a known delim-
iting transition (rising or falling edge) at the end of each codeword {[Ofek87al,

[Ofek87b]).

The conservative code enables a receiver and its serial-to—parallel converter te
operate without a training period {preamble), i.e., no phase-locked loop is nsed for clock
recovery. Imstead, very accurate delay lines are used at the receiving side for decoding
and for serial-to-parallel conversion. At very high bandwidth, delay lines can be aceu-

rately realized by using transmission lines or wave guides,

The main objective of this code is to preserve timing information, as opposed to
codes which preserve data integrity. In fact, these two coding objectives can be com-
bined by a two-level transformation, as shown in Figure 3.1. At the transmitter side,
the error—detecting/correcting transformation is first applied, and then, the conservative
code is used for adding the timing information. At the receiver side, the conservative
code is used for the decoding and parallel-to-serial conversion, and then, the error—
detecting/correcting function is applied. These two levels of encoding/decoding

correspond to the first two levels of the communication protocol: the conservatsive
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transformation i3 part of the physical level interface, while the error—

detecting/correcting codes are part of the link level protocol.

In most existing designs the receiver’s clock is explicitly recovered from the serial
codewords with a phase-locked loop, This clock is then used for decoding and serial-to-
parallel conversion. Hence, the major requirements of the encoding/decoding scheme are
to ensure a sufficient number of transitions. Common examples for this kind of code are
Manchester, biphase, 4B/5B, and others {see [WiFr83|, [Sore84], [Seve80|, Mang83],
[Lacr84] and [Joly84]). None of the existing coding schemes have a fixed ratio of total
number of transitions to the total number of bits. Therefore, it is more difficult to
decode and to repartition the serial information into bytes and words without a phase—

locked loop.

Two additional constraints are imposed on the conservative encoding scheme: (i)
balancing each codeword, i.e., making the number of zeros and ones equal, and (i) limit-
ing the maximum run-lengths at the high and low levels, i.e., the maximum level dura-

tion is limited. These two restrictions limit the DC shift of the receiver, and thereby

Transmatter Side Receiver Side
Error Brror
Detecting & Conservative Congervative Detecting &
Correcting Code / \ Code Correcting
Code Code

| Preserving Time Information _]

Preserving Data Integrity

Figure 3.1: The Encoding/Decoding Protocols Levels
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increase the decoding reliability and decrease the receiver complexity., It is shown that
both constraints can be imposed simultaneously without a significant degradation in

encoding efficiency.

The family of conservative codes is a feasible alternative to other known codes.
Applying the additional constraints of balancing and lmited run-length helps to simplify
and improve the encoder and decoder design. The balancing constraint reduces the
number of variables of the encoding/decoding Boolean functions from n to n /2. The
maximum run-length constraint can reduce the time delay needed for realizing the

decoding and encoding of Boolean functions.

3.2. Description of the Conservative Code

The family of conservative codes is defined on a block of n bits (let n be even)
@138 gyeerenrly, , With exactly 2 /2 transitions in every codeword. If a; can be either ~1 or
+1, then the encoding is defined by

ferp 1
% o
3 aap a1

§ =)

and

Gy Oy =1, or a,=1 and a, =ay=1
The a, ., is the first bit (a,) of the next codeword. In the more general case, for b tran-
sitions per codeword, b<ln, and b is even,

[E TR

(£

and the known delimiter always oceurs at the end of the n'® bit-cell of each codeword.

If b is odd, then every other codeword is complemented bit-by-bit, and the above equa-



tion haolds. The transitions are used at the receiver side to count how many bits have
arrived and to clock them in parallel into an array of shift registers, with the codeword’s

delimiting transitions.

The conservative encoding scheme maps [-bit data words onte n-bit codewords.

For n even, b maximizes the different possible codewords when & = —3— Civen n and [,

the number of possible different conservative codewords is computed as follows: each
codeword ¢ can be mapped uniquely to ¢’ such that if there is a transition at the end of
the bit cell, then this bit is mapped to one, and if there is po transition at the end of the
bit cell this bit is mapped to zero. So, the mapped codeword ¢ has exactly b—1 ones

which are arbitrarily placed in ¢, and the b** one is always after the n'* bit cell. Thus,

the number of different codewords is {?:}3 ], and the values of {| n and & satisly the fol-
lowing inequality:

i g'ﬂ.%l!f _

{(n—b)1{b—1)!
The efficieney of the encoding, p, is the ratio of { to n.

¥ n is exactly divisible by four, then the codeword’s bit counter need use only the
rising edges or the falling edges. In this case, the counter counts to -2’- in order to deter-
mine the delimiting transition of a codeword. I n is not exactly divisible by four, the
delimiting transition must be determined with a counter that uses both edges, which is

more complex and can reduee the digital electronic bandwidth. In the following discus-

sion it 19 assumed that n =4k,
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3.2.1. The 1-2 PWM code

The 1-2 pulse-width-modulation (PWM) code is a special case of the conserva-
tive scheme, with exactly one transition for every bit. In this scheme, zero is encoded
as a level for one clock period, and one is encoded as a level for two clock periods, as
shown in Figure 3.2. The decoding circuitry is very simple, as shown in Figure 3.3.
One shift register is used for recording the odd bits, and the other shift register for
recording the even bits. The outputs of the two registers are combined into one paral-
le} word. Since the transmission length depends on the actual data, and not only on
the number of bits in each packet, the baud rate is not constant. The efficiency of this
encoding averages 67%, and in worst case is only 50%. If the travsmission is slotted

{TDMA), then one must assume the worst case efficiency of 50%,

3.2.2. The 8B/12B conservative code

Another example is encoding 8 bits of data into a 12-bit codeword (8B/12B con-
servative scheme). Every codeword has (i} 6 transitions, (i) the 12* bit is always one,
and (iii} the first bit is always zerc. Hence, every codeword has a falling edge as its

delimiter. The number of bits is increased by 50%, and the encoding efficiency is 67%.

7[}} 7(}1 115 715‘ 903 3‘1? ?{)!

Figure 3.2: 1-2 PWM Encoding Scheme
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Figure 3.3: The 1-2 PWM Decoder

Eight bits of data need 258 different 12-bit codewords. The total number of different

‘ §
151J 3 L 462, which is greater than 256.

possible codewords is ( -
Bigi

Higher-order encoding is possible, e.g., 12-bit data into a 16-bit code {12B/16B
conservative scheme), or 16-bit data into a 20-bit code (16B/20B conservative

scheme}, with respective efficiencies of 75% and 80%.

3.3. Analysis of the Conservative Code

For practical purposes, two additional constraints are imposed on the encoding.
First, limited run-length, i.e., the maximum duration of the serial signal at a high or low
level, is limited to m bits. Second, the codeword is balanced, such that each codeword

has the same number of low and high bits.
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The main use of the conservative encoding scheme is in very high bandwidth fiber
optic nefworks. Since fiber optic receivers are usually ac-coupled, using capacitors, an
excessive dc level shift can cause errors in the interpretation of serial data. Also, the
clock information encoded into the serial data must be accurately interpreted. The
above constraints limit the de shift and, therefore, increase the decoding reliability and
decrease the optical receiver complexity. It will be shown that both eonstraints can be

simultaneously imposed without a significant efficiency degradation.

Balanced block encoding schemes have been proposed by [WiFr83|, [Knut86] and
[Leis84]. Some other almost balanced codes are described by [Joly84], [Mang83],
[Lacr84]. But none of these attempts to conserve the number of transitions in each code-

word. Limited run-length coding is treated in {Fran70], [Fran82] and [HoOs75].

3.3.1. Analysis

The analysis proceeds in two steps: first, the total number of different conserva-
tive codewords of length n under the above constraints is computed, then the

efficiency is computed.

Figure 3.4 shows the model for computing the number of different codewords, as
a square wave with 2k -transitions (b ==Rk), i.e,, k bits of high level and k bits of low
level. All the high and low levels can be extended by a total of 2k bit periods. If e, is
the amount each high or low level is extend;:d, then

61 "'i'”'f?g iy +ﬁzk = 2*‘.’,
withe, ¢0, 1,2, «-- ,2k.



29

2k 5 Dk

A Conservative Codeword of n bits

Figure 3.4: The Analysis Model

Thue, with no additional consiraints, the total number of different conservative

codewords is equal to the number of different integer sclutions of the above equation:

_ k1) _jn-—1]_  {n-—1)
Cln) = [25‘:%1]~ n | [2k-1)i2k!
2

3.3.2. Conservative/balanced encoding

Under the balancing constraints, the high levels and the low levels are indepen-
dently extended by k& bit periods independently. Thus, the number of different low-
level duration arrangements is equal to the number of different integer soiutisns of the
following equation:

61"}—3 2-%—{:'3—{—..,»--{—6;; ""'f:k
withe; ¢ 0,1,2, -+ , &k, which is:

oB = (35)

Since the high and low levels can be arranged independently, the total number of pos-

sible arrangements of a conservative/batanced codeword of length n is
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Figure 3.5 describes the encoding efficiency pn) as a function of n, for the two

cases of conservative and conservative/balanced codes.

Mﬁ(“)miogm

[IogEGB(n) J
70 N
Hepln) "

It is apparent that the efficiency of the conservative/balanced encoding is about 80%
for codewords larger than 32 bits. Since the high— and low-level encodings are
independent, it is possible to realize the encoder by using two look-up tables of n /2
address lineg [2”/ % entries); while the realization of a conservative encoding with a
look-up table requires n address lines {2" entries). Therefore, if the maximum table
size which is reasonable to construct has 16 address lines, the efficiency of the

conservative/balanced code is 7895, and is better than the 759 efficiency of the conser-

vafive encoding,.

3.3.3. Encoding with a limited run-length

This section analyzes the efficiency of the conservative code with limited run~
length of m at a high or a low level. The problem can be expressed as follows: given
the above square-wave form with 2k transitions, all the high and low levels are
extended by a total of 2k bit periods not exceeding m —1 af each continuous level. If
e; is the amount each high or low level is extended (¢, ¢ {0, 1, 2, .. ,m~1}, m-1<2k),
then the number of different arrangements is equal to the number of different integer

solutions of the following eguation:
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eytegteat. ey =2k

which is the coeflicient of % in the polynomial expansion of the following generating
function:

hz )= e+t p b )

The coeflicient is expressed as the function CRfn,m}

entesm) =30 () Pt
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Figure 3.6 shows the encoding efficiency pifn} as a function of n, for conservative

codes with a limited run-length of m.

llogBCR{n ,n )J

H'CR(”' )ﬁIOO

From Figure 3.6 it is apparent that the encoding efficiency is little improved for a

run-length greater than 4.
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3.3.4. Balanced encoding with limited run—-length

In this section both constraints are imposed on the conservative code. Formally,
the code has the following constraints: {i) n /2 transitions, (ii) n /2 ones, {iii} a falling

edge as its delimiter, and (iv) maximum run-length at the high or low level of m.

This counting problem can be solved independently for the high and low levels.
The number of different arrangements for the high (or low) level is the coefficient of 2
in the polynomial expansion of the following generating function {m-1<k}:
N e e I A
Raising this coefficient to the power 2 will produce the total number of possible
arrangements, which is expressed in the function CBR(n,m }:
fSkim (kY (Zk—1—md)|
— i —1—mi
OBR(n,m) = [ 2 -1 (¥} B
Figure 3.7 describes the encoding efficiency pfn) as the function of n for

conservative/balanced codes with limited run-length of m.

llogQCBR(n ,m )J

pepr{n )=100
- Again, the encoding efficiency is little improved for a run-length greater than 4, and

that applying both constraints changes the encoding efficiency very little.

3.3.5. Collision detection of the conservative/balanced code

The star topology of the net guaraniees that i a collision has occurred, it can be
seen by all the net’s nodes for any packet length. The following design enables the

nodes to detect and diagnose collisions, by encoding the data with the
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conservative/balanced code. Thus, each codeword has a fixed nuraber of transi-
tions, and an equal number of zeros and ones. After an optical collision the high-level
duration is longer and the low-level duration is shorter. Hence, the codeword is not
balanced anymore. A simple combinational network can detect the nonbalanced code-

word, as shown in Figure 3.8, and then indicate a collision or an error. The error-
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detection circuit counts the number of ones in a codeword of n bits. If the number of

ones is larger than "g"’ then it is probable that a collision has occurred. If the number
of ones is less than 'gwf then the failure is probably due to other canses. If the number

of ones is exactly “27” then it is a legal codeword. This simple error—detection mechan-

ism is very effective, and uses the inherent properties of the conservative/balanced

encoding scheme.

3.4. Generating the Look-up Table for the Code

In this section simple methods for generating the look-up table for encoding and

decoding under the various constraints are presented.

3.4.1. Conservative code with no constraints

The transformations of the [-bit data word into an n-bit codeword and back can
be done by using one look-up table for the encoder and one for the decoder. These
tables are realized by two combinational or sequential networks, i.e., ROM or finite

state machine.

Let U be the data word, U ={u, uy, " ,u), and C be the codeword,

C ={ey, €3 * , ¢,). Let b be the number of transitions in every codeword.

First, all possible binary data words of length I are listed in their binary order.
The size of this list is 2. As data words we select a subset of the above list, since not

all possible may be used, it is assumed that the size of data word subset is Lp 10y < 2.
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Figure 3.8: Collision and Error Detection for Conservative/Balanced Code

The list of all possible conservative codewords is generated in the following steps:
Step 1~ a line of length »n iz divided into n segments. There are n—1 possible posi-

tions for b--1 transitions, i.e., a transition ab the end of the firsé line segment, or 2™

segment, and so on. The last transition that can be selected is at the end of the n—1

line segment. The 5*" transition is the delimiter, and is always at the end of the n’?
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hine segment. Thus, b —1 transitions are selected from n—1 positions in the codeword.
Let {1, 2, 3, ... , n—1} be the set of different transition positions in the codeword.

Then all possible subsets of length b —1 are listed in a lexicographical order. There

are [g’ :%J different subsets.

Step 2 — from the above list of subsets, the list of all different codewords is gen-
erated. Using the following procedure each subset {sj, 1 << 7<b-—1} is mapped
uniquely into a conservative codeword.

Note that if, the number of transitions (b) is even, then there are two equivalent cases:
{i) the first bit is always zero, and (i) the first bit is always one. If b is odd then the
first bit alternates between zero and one. The following procedure generates code-
words such that the first bit is always zero. If the first bit would be one, then a com-

plement list of conservative codewords would be obtained.

v o=
¢, =0
DOi=2ton
IFi—1 e{sy, o\ 8pgh
THEN v = v+1 mod 2
¢; =
END

Note that if b is odd, then, while transmitting a sequence of codewords, all even code-
words should be inverted {or complemented) bit-by-bit. Thus, the delimiting transi-
tion would be preserved. At the receiving side, after the serial-to-parallel conversion,

these codewords should be inverted back to the original codeword.
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In general, a subset of codewords is selected from this list, with a size of

Looy < {2‘:} ] Clearly, for one-to-one transformations from the subset of data

words to the subset of codewords, Ly ry << Loy =p.

The encoding table is a one-fo-one mapping from the data subset to the codeword

subset; the decoding table is the reverse. All the unused codewords in the codeword

list may be used for an error signal or for control.

Note that the one-to-one mapping is arbitrary, and there are p! different possi-

ble mappings.

In the following example [==4, n==7, and b=4, and a possible one-to-one mapping

18

Data Word

(000
0001
0010
0g11
0100
0101
0110
011t
1000
1001
1016
1011
1100
1101
1110
1111
Unused
Unused
Unused
Unused

Codeword

0101111
0100111
4100011
0100001
0110111
0110011
0110001
0111411
0111001
0111101
0010111
6010011
0010001
0011011
0011001
00111061
0001011
0001001
Q001101
0000101

The unused codewords may be used for error detection or communication control.
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3.4.2. Conservative balanced code

Generating the mapping table for the conservative balanced code is done as

described before, with an additional step that eliminates the nonbalanced codewords

from the codeword list, as described in the following procedure:

r=A}, § =0
DOi=iton
IF ¢; =1,
THEN r = r 41
ELSE s = g1
END

IF » —s 5 {one of predetermined set of values},

THEN take this codeword off the codeword list

Note that the above set of values may be zera for codewords of even length, or {1, ~1)

for codewords of odd length.

In the above example with =4, n=7, b=4, and the possible differences between

the high and low level is -+1 or -1, the mapping is as follows:

Data Weord

00G1
001G
0101
01106
1000
1010
1011
1101
1110
1111

Codeword

0100111
0100011
6110011
0110001
0111001
0010111
0010011
0011611
0011001
0011101
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0064 00031011
0011 0601101

Note that the {ollowing data words are not mapped to any codeword, and therefore

cannot be used: 0100, 0111, 1001, 1100,

3.4.3. Limited run-length

Generating the mapping table for the conservative code with Hmited run-length
of m, is done as described before, with an additional step which eliminates the code-
words with run-length greater than m from the codeword liat, as described in the fol-

lowing procedure:

po== g
v =0
DO =1 ton-1
IF ¢; = ¢4,
THEN r = r -1
ELSE r == 1
Fr >m,
THEN v =1
END

Iy =1,

THEN take this codeword off the codeword list

In the above example with {=4, n=7, b=4, and m = 3, the mapping is as fol-

lows:
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Data Werd Codeword

0001 0100111
0010 0106011
0011 100001
01600 0110111
G101 0110031
011G 0110001
0111 0111011
1000 0111001
1010 0010111
1011 0010011
1100 0010001
1101 0011011
1110 0011001
1113 0011101
0600 0001011
1001 0001001
Unused 0001101
Unused GO00101

3.4.4. Limited run-length with balancing

Generating the mapping table for the balanced conservative code with limited
rur-length of m is done as deseribed before, with an additional step which eliminates
the codewords with run-length greater than m, and unbalanced codewords from the

conservative codewords list, as described in the following procedure:

r=0, a=A{}
DOi=1ton
IF ¢; =1,
THEN r = r+1
ELSE 5 = s+1
END

IF r—& 3 {one of predetermine set of values},

THEN take this codeword off the codeword list
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o= b
v =0
DO ¢ =1 to n—1
Woe; =c; 4,
THEN r = »r 1
ELSE r w1
IFr >m,
THEN v =1}
END
IFv =1,

THEN take this codeword off the codeword list

In the above example with [=4, n=7, b=4, and m =&, the mapping is as fol-
lows:

Data Word Codeword

0001 0100111
4010 0100011
0101 0110011
0110 0110001
1600 0111601
1010 0010111
16011 0610011
1101 0011011
1116 (011001
1111 0011101
GO0 8601011
0011 0001101

Note that the following data words are not mapped to any codeword, and therefore

cannot be used: 0100, 0111, 1001, 1100.
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CHAPTER 4.

AN INTERFACE TO HIGH-SPEED MULTIPLE-ACCESS CHANNELS

4.%. General

Presented in this chapter the design of a serial electronic interface to a multiple—
access fiber-optic network. Its goal is to maximize the interface bandwidth (greater than
1 gigabit/sec with GaAs technology), which is usually the bottleneck of an optical com-

munication system {{OfFa87al).

The design has five major objectives: {1} To maximize the transmission rate by
reducing the critical timing path to one flipflop and one gate. (2) To minimize the
number of flipflops which are directly driven by the transmission cloek, so as to decrease
clock skew, (3) To decode and perform the serial-to-parallel conversion of very small
packets without the training period associated with a phase-locked loop. (4} To minim-

ize the ratic between the transmission clock frequency and the baud rate,

These objectives are achieved by two techniques: (1) Hierarchical interface design -
the interface design has four levels which successively reduce the data path width from
the host bus to the optical link. (2) By using the 8B/12B conservative encoding scheme,
as described in Chapter 3, characterized by a fixed number of transitions in every code-
word. These transitions are used direcily {or decoding and for serial-to-parallel conver-

sion, without having to recover the clock by means of & phased-locked loop.
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Three general assumptions guide this design: (1} Hardware is not a scarce resource;
it can be used to reduce the complexity of the system’s operation and to improve its per-
formance. For example, data encoding and CRC generation can be done on blocks of
bits, not serially. {2) The medium bandwidth is higher than the digital electronic inter-
face bandwidth. The parallel-to-serial conversion {a shift register with parallel load},
and the decoder with serial-to—parallel conversion are the bottlenecks of the digital elec-
tronic interface. {3} The lines which connect the discrete devices are transmission lines
with very accurate characteristic impedance, and these can be used as highly accurate
and stable delay lines. The delays for this design, which are less than one nanosecond,

can be realized by less than 20 cm of transmission line on a printed circuit board.

4.2. Comparison of the Conservative Code with Other Codes

The interface is designed for using the conservative code. In this section this code is
compared with other codes. The major eriterion iz maximizing the bandwidth of the
digital electronic interface, which is more critical than the bandwidth of the optieal
channel. Therefore, the objective is to have the DBBRR (digital bandwidth to baud rate
ratio} as low as possible, i.e,, to have maximum baud rate in a given technology charac-
terized by typical and worst-cage gate delay. Three criteria are used to evaluate
different codes: (1) Resolution - the required sensitivity of the receiver for correct decod-
ing, expressed in terms of a bit-cell. The resolution is the reciprocal value ;3{' the
DEBRR. {2) DC level ~ the difference between the time that the transmitted signal is
high and the time that the signal is low; it is desirable that this difference be as close as
possible to zero. {3} Decoding without a PLL. One of the design objectives is to be able

to decode an incoming packet without the training period required by a PLL, which can
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be substantial at high transmission rates.

The following is a review of some of the relevant self-clocking codes [Seve80},

[Sore84):

(1}

(2)

(4}

Manchester Encoding ~ is a level type code in which a one has a high level at the
beginning of the bit-cell with high-to-low transition at mideell, while a zero
starts at a low level with low—to-high transition at mideell. Note that thiz code is

not invertible.

Biphase-Mark Encoding ~ is an edge~type code. Each bit-cell begins with an
edge; for a one an additional edge oceurs at mideell, while for a zero there is no
additional edge. The code is invertible, since there is no rule for the polarities of

the edges.

Miller Encoding ~ is also called "delay modulation.” This is an edge-type code;
each one in the serial data is encoded as a mid-cell transition, while zero sither
has no transition (following a one) or is encoded with an edge at the beginning of
the bit-cell. As a result, the encoded serial data have edges occurring at intervals

of 1.0, 1.5 or 2.0 bit times.

The 4B/5B encoding schemes — This code changes 4 bits of data inte 5 bits of
data. The motivation for this encoding scheme is to ensure enough transitions
but not a fixed number. It is possible to choose a subset of 24 words such that no
more than three consecutive zeros occur. H the bits are transmiited as non-
refurn to zero inverted (NRZI), then there is no signal transition separation of

more than three-bit cell periods. This scheme is almost balanced [Joly84] and
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has an efficiency of 809, or bandwidth increase of only 25%.

The following table summarizes some relevant properties of the different encoding

schemes:
TABLE 4.1. CODING SCHEMES COMPARISCN
Scheme DC Efficiency | Decoding without PLL

Manchester /Biphase none 50% possible
Miller almost none 50% difficult
1-2 PWM (average) almost none 87% very simple
-2 PWM (worst) almost none 50% very sirmple
NRZ substantial 100% impossible
4B /5B {with NRZI) almost none 80% very difficult
Conservative {8B/12B) almost none 67% very simple
Conservative {(16B/20B) | almost none 80Y% simple

The 8B/12B conservative code has three basic advantages: (i) the efficiency is
better than 67%, (i) the de level is very low with a very high probability, and {iii} the

decoding is very simple without a PLL.

4.3, Bandwidth Matching

In order to mateh the serial link and host bandwidths, the interface is hierarchically
designed with four stages for managing the data path from the host bus to the optical
link. At each stage the data path 1s controlled by a finite state machine. The require-
ment for matching is that between adjacent stages the stage closer to the host \;viii be

fast enough to serve the stage closer to the optical link.

Figure 4.1 describes the interface stages in terms of two major characteristies: (i)

the technology required for realizing the stage, and (i) the maximum time period {or
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interval} allowed for the transition from state to state. The following list specifies the

main operation at each stage:

1}  Shift register level — single-bit interval, the time for changing the state of the

ghift register from shift to parallel load.

{2}  Encoding/decoding — 8-bit interval, for performing these functions in parallel on

data bytes,

(3} Transmitter and receiver finite state controllers - 64-bit interval, the time for

writing or reading a word to/from the transmitter or the receiver.

(4) Buffer management, routing and access control unit - packet length interval for

performing these functions in real time,

4.4, Functional Dezeription

This section outlines the basic properties of the interface, as shown in Figure 4.2,
and deseribes the principles of its operation. [t is assumed that there is a set of buffers
{or FIFOs) which can each store one packet of data. The buffers are dual-ported to the
host bus and to the interface {receiver or transmitter). Access control, routing control,

and buffer management are not included in the following description.

4.4.1. Principle of operation

The communication system has three major parts, as shown in Figure 4.3. The
central part is the communication channel, which carries serial data. The chanunel

transfers the serial bit stream from the encoder to the decoder.
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Figure 4.3: Communication Block Disgram

Note that the decoder and serial-to-parallel converter operate without explicitly

recovering the receiving clock.

4.4.1.1. Clocking

A basic question is whether to use one or both edges of the clock signal in order
to get better system performance. In general, clock generator modules have the fol-
lowing properties: (1) a clock stability and accuracy better than 40.19, and (2} a
clock symmetry accuracy of 5%. In high speed serial communication; in order to
improve the reliability of the decoding and parallel-to-serial conversion, it is impor-
tant that the output signal be as accurate as possible. In this design only one of the
two clock edges 1s used, so that the output timing will not depend on clock sym-
metry., Therefore, the digital interface bandwidth is greater than or equal to the

baud rate.
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4.4.1,.2, The packet header

The data to be transferred are organized into packets, which are continuous
serial streams of bits. The packet header consists of one word of n bits; the first
three quarters of these have some pattern of zeros and ones, and the last quarter of
the header is a space, as shown in Figure 4.4. The receiver searches for this space
and starts recording data only after it is detected. This technique reduces the effect

of random noise, which might occur while the optical receiver is idle.

4.4.1.3, Full-duplex interface

The transmitter and receiver are implemented as two independent submodules,
i.e., the network interface is full-duplez. This makes the design of the interface sim-
ple, reliable, and testable. An important consequence of this, for topologies like
gtar, is that a receiver may check its transmitter oulput, using elbher an error-
detecting code or direct packet—to-packet comparison. A full-duplex interface is

necessary for collision detection in random access protocols, such as CSMA/CD.

WINDOW
Mﬂm-} Lﬂw B ‘j‘U"me [__._} LFL[_.L M.;: ......................
3/4 Word 1/4 Word e The Packet Body

S e S DACE

Preamble

Figure 4.4: The Packet Head Pattern



4.4.2. The transmitter

&2

The functional description of the transmiitier is shown in Figure 4.5, The input

register is reloaded, and the next word is encoded while the shift register transmits the

carrent word.

The transmitter’s data path is controlled by two finite state machines which per-

form the following functions: {1} Generate the packet header. (2} Encode the data in

parallel on blocks of 8 bits by a combinational network. {3} Parallel-to-serial conver-

sion. Load Next Word and Ready are the handshake signals between the transmitter

finite state controller and the encoder.
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Figure 4.5: Functional Description of the Transmitter



4.4.3. The receiver

The functional description of the receiver is as shown in Figure 4.6. The
receiver’s data path is likewise controlled by two finite state machines, which perform
the following functions: {1} Decode and serial-to-parallel conversion. (2) Check the

correctness of the incoming packet. (3) Packet destination recognition; if the packet is
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not addressed to this node, the receiver discards it.
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4.5. Encoder and Parallel-to-8Serial Converter

Deseribed in this section the details of the link level interface for either the 1-2
PWM or 8B/12B conservative encoding schemes. It could be implemented with GaAs

technology and use a 1500 MHz clock for a transmission rate of 1 gigabit/sec.

In order to obtain maximum speed, the critical delay path is minimized to a shift
register with a parallel load (see Figure 4.7}, i.e., the eritical delay is a linear summation
(worst case analysis) of three delays: flipflop set-up time, {,, flipflop propagation delay,
t;, and NOR-gate propagation delay, t,. The first two delays are necessary for the shift
register, and the third delay is required for the parallel load. The maximum frequency

at which the interface can operate is therefore

1
P21 AE—
Rl A

Note that loading via a single gate with a wired-OR. output is possible because the shift

register containg only zeros by the time of the next load.
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Figure 4.7 The Shift Register Design



Figure 4.8 (p. 57) is a block diagram of the transmitter’s link interface. The Shift
Register Array is part of the bandwidth matching mechanism. It is parallel-loaded
with a 64-bit word from the Data Bus. The 8 least significant {rightmost) bits of the
Shift Register Array are input to two Combinational Networks. The Shift
Register Array is clocked by the /LOAD-BYTE signal. The Word Load Unary
Counter counts eight /LOAD-BYTE pulses, on the 2% of which LOAD-WORD signal
is asserted. As a result, on the following /LOAD-BYTE pulse, the array is loaded with a

new word from the Data Bus.

One of the Combinational Networks is the encoder, which receives 8 bits from
the shift register array, and transforms them into a 12-bit codeword. If the START-
ENABLE signal is deasserted, the output of this network is always zero. The other com-
binational network is the Programmable Load Timer, which receives the same 8 bits
from the array and transforms them into an output word with a single 1, whose position
determines the time of the next byte load. The output of this combinational network is

loaded into the Byte Load Unary Counter.

In order to achieve maximum performance all counters are unary, i.e., shift regis-
ters with parallel-load {as shown in Figure 4.7). There are three unary counters in this
interface: (i) Byte Load - for determining when to load the next byte into the
Parallel-to-Serial Converter. (ii) Word Load - for determining when to load the
next word into the Shift Register Array. (iil} Space - which is part of the Start and
Space Controller, and ensures that the last {wo bytes of the preamble are transmitted

as a continuous low level by deasserting the START-ENABLE signal.
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The Start and Space Controller synchronizes the transmitter interface with the
transmitter finite state controller. The START-ENABLE signal is asserted after the ris-
ing edge of the /LOAD-BYTE signal if both LOAD-WORD and TRANSMIT-ENABLE
are asserted. The READY signal is asserted (by the finite state controller) whenever a
new word is ready on the input data bus. The ACK signal is ssserted after the rising
edge of /LOAD-BYTE if LOAD-WORD is asserted {(and the new word is loaded into the
Shift Register Array). After the assertion of the ACK signal the READY signal is

deasserted, and then ACK is also deasserted, to complete the handshake.

4.5.1. The operation of the transmitier link interface

The operation of the link interface has four basic phases: idle, start, running and
termination, through which the S8hift Register Array, Parallel-to-8Serial Con-
verter, Byte Load Unary-Counter, and Word Load Unary-Counter operate
continuously. Only the Start and Space Controller changes ils state during

these four phases.

(1)  [Idie phase - TRANSMIT-ENABLE and START-ENABLE are deasserted. As a
result, the Serial-to-Parallel Converter is loaded with zeros and the serial
output is continueusly low. The Byte Load Unary-Counter is loaded with 1
at the 12'® position from the right, so that every 12 clock cycles (1500M1z)
there is a /LOAD-BYTE pulse for one clock period. Every 8 /LOAD-BYTE
pulses LOAD-WORD is asserted, and the Shift Register Array is loaded

with 64-bit word from the Data Bus.
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(2}  Start phase - proceeds as follows: (1) TRANSMIT-ENABLE is asserted by the
transmitter finite state controller. (2} START-ENABLE is asserted after the
assertion of LOAD-WORD and /LOAD-BYTE. {3) Six bytes of the preamble
are transmitted. {4) START-ENABLE is deasserted and twe bytes of space
are transmitted. (5) START-ENABLE is asserted and the first word of data is

transmitted.

(3) Running Phase - data is transmitted continucusly. {1) The ACK signal is
asserted after the assertion of LOAD-WORD; the next word is loaded into the
Bhift Register Array. (2) The transmitter finite state coniroller deasserts
READY. (3) The Start and Space Controller deasserts the ACK signal. (4}
The transmitter finite state controller asserts the next data word onte the

Data Bus, upon which READY is asserted. {5} Then the eycle repeats.

(4}  Termination phase - after the last word is loaded, ACK causes the transmitter
finite state controller to deassert both TRANSMIT-ENABLE and READY, and
then ACK is deasserted. START-ENABLE is deasserted after the assertion of

LOAD-WORD and the rising edge of the /LOAD-BYTE pulse.

4.8. Decoder and Serial-to-Paraliel Converter

The basic principle of the interface operation, as previously explained, is to use the
transition information of the incoming serial data both for deecoding and for serial-to-
parallel conversion. The receiver design for 8B/12B conservative encoding scherne is

presented, and then some of the actual engineering issues are discussed.
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4.8.1. The 8B/12B conservative decoder

A block diagram of the 8B/12B decoder for 1 gigabit/second is shown in Figure
4.9. The incoming serial data {Din) has exactly three falling edges for every 8 bits
of data {or 12 bits of codeword). The third falling edge is the delimiter of the 12-bit
codeword. Din is propagated via a transmission line {TL), which has 12 evenly spaced
stubs as inputs to 12 flipfiops. The Din signal also clocks the Word Transition
Unary~Counter. This counter is designed for maximum bandwidth as described in
Figure 4.7. The unary counter uses the falling edges of Din, and upon the third falling
edge the /LOAD-BYTE signal is asserted, and then 12 bits are sampled from the TL

into the 12 input flipflops.

The outputs of the 12 flipflops are decoded back to the original 8-bit data by the
Decoder Combinational Network, and then fed into an array of 8 shift registers.
There are two arrays of shift registers for double buffering, each containing a word of
64 bits. The signals CLK WORD1 and CLK WORDZ are used to clock the shift regis-
ters. Only one clock signal is active at a time, and they switch roles after 24 falling
edges or after 8 rising edges of the /LOAD-BYTE signal (after 8 bytes of data are
recorded). The word in the array which is not being clocked can be read by the
receiver finite state controller into the input buffer. ACK and READY are handshake
signals with the receiver finite state controller, and are used for synchronizing the

translers of words into the input buffer.

The Space Detect unit searches for the space between the preamble and the
data. It uses a shift register with a 1500MHz clock for recording the incoming serial

data inte the shift register. A simple combinational network, which uzes the shift
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register outputs, is used to detect the space between the preamble and the body of the
packet. This unit sends the signals START RECORDING or SPACE to the receiver
finite state controller whenever the space is detected. This signal is also used for reset-

ting the Word Transitions Unary—Counter.

Error detection is possible, since the codeword space 1a larger than the data word
space (462 words vs. 256 words). If a codeword cannot be mapped to one of the data
words, the ERROR signal is asserted. If a collision has oceurred, the high levels of the
Din signal are extended [transition information is destroyed), and with a high proba-

bility one of the suceeeding input codewords is illegal.

The 1/12 CLOCK from the Word Transitions Unary~Counter is the clock
signal to the receiver finite state controller, so that these two units are synchronized.

While the input line is idle, the 1/12 CLOCK is derived from the local 1500MHz clock.

The 12 input flipflops can be realized on one integrated circuit, so they can be
clocked simultaneously by the /LOAD-BYTE signal. The transmission line is realized

on a printed circuit board (each of its segments is about 15-20 cm.}.

4£.6.2. Discussion

There are some engineering issues that affect the design, performance, and relia-
bility of this interface. First, group velocity dispersion in the fiber causes pulse

spreading Ar proportional to the spectral width Aw and the distance L:

Arﬁv—z—iﬂ—

3
1 I

vy

dw

A

v, is the group velocity, and Ar determines the maximum bandwidth of the fiber. The
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pulse spreading distorts the serial signal shape, and makes the decoding and the

serial-fo-parallel conversion more difficult.

Another issue is the temperature stability of the TL, which determines the stabil-
ity of the delays between the input flipflops. The PC board is thermally more stable
than active devices, since it has a significant thermal inertia. The size and passive
nature of the TL would suggest that it is much easier to stabilize at & constant tem-

perature than either an active delay line or RC eircuits.

It is important to note that the 1500MHz clock is not used for deceding or
parallel-to-serial conversion. It iz used only for control and error checking., The
decoding and converting circultry is completely agynchronous and can operate within

the tolerances of the delay lines,

4.7. Conclusions

The previous discussion hias shown the feasibility of constructing an interface that
meets all its design objectives. The eritical timing seciion of the transmitter is small
enough to be implemented on a single Ga,As'gatewarray, and the transmitting clock needs
to drive only this chip. Similarly, the eritical timing section of the decoder {the unary
counter, input flipfiops, and the shift/hold contrel) can be integrated on another single

GaAs chip.

The use of unary counters {shift registers) i3 essential for achieving a maximum
ic4
tranamission rate in a given technology. They should be relatively small, in order to

avoid clock skew delay, and the hierarchical design methodology makes this possible.
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The new conservative encoding/decoding methodology is flexible, stable and simple
enough to be used in a multiple-access medium. The decoder uses delays realized by
transmission lines. This realization is simpler as the delay becomes shorter, and there-

fore favors higher baud rates (as long as the pulse dispersion is not significant).
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CHAPTER 5.

THE DESIGN AND OPERATION OF A SINGLE NET

Described in this chapter the design and operational principles of a single net. The
neb is a multiple-sccess mediom construcied of a centralized, passive, optical star and
single mode fiber optic links (see Section 2.3). The communication over the net merges
fo one point in space, snd then broadeasts back to all the net’s nodes. The transmission
is divided into fixed length—time slots, with one slot counter at each node, to keep track

of time using a slot as its basic time step.

The net’s operationsl principles and timing are derived {rom the centralized star
topology, which enables simaple synchronization of the net’s operation, and also the con-
servative coding scheme, which enables the periodie exehange of state information, via

very short control messages.

5.1. The Net’s Operational Principles and Timing

5.1.1. Net timing

The optical star is constructed in a very small area - a few square inches. Thus,
this center is used as the time reference for the net’s nodes. Each time slot has a fixed
time duration 7T, which is measured in bit periods, i.e., the maximum number of bits
whieh can be transmitied within one time slot at a given baud rate. The one-way
delay of a node ¢ from the star center is A;. Thus, the » nodes of each net may be

regarded as lying on the circumference of an imaginary circle of radius R, such that
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Tp = max{4;, such that n>{>1}, as shown in Figure 5.1. Ty is an upper bound of
the node-to-center delay. This uniform arrangement is uged for the net synchroniza-
tion mechanism. Because of this cireular symmetry the nodes are indistinguishable
with respect to the center point, and the symmetry is later used for modeling » partial

hypergraph as a centralized switch.

The slots are grouped into frames of duration Ty, with f slots per frame and
T} = [T,, as shown in Figure 5.2. For synchronization purposes, the frame duration

is equal to 2T, i.e., T, is greater than the delay from any node to any other. The
slot duration is then T, = —?—«TR. Although T, depends on the physical size of the net-

work, it should be noted that T, can be chosen according to other system considera-

Imaginary
U Net Circumference

One Frame
Period

Net Center

Node i+

S

Node 1 Nodei-1

Figure 5.1: The Net Uniform Arrangement
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tiong. Once it is chosen, however, the net synchrenization condition depends on f.

2

To= T
,fR

&

5.1.2. Periodirc exchange of state information

The basic operational principle of the net is the periodic exchange of state infor-
mation, The major reason for having it is for making the integration of varicus distri-
buted functions more uniform and efficient. In general, the control mechaniam and the
actual data communication and computation are independent. Therefore, it is reason-
able to assume two basic requirements for the control mechanism: (i} periodie

exchange, via {ii) short control messages.

The aceess control, synchronization mechanism, and the integration of other
functions are hased on the periodic exchange of timing and state information. To this

end, each slot is divided into r1 minislots, as shown in Figure 5.2. The first r are

r OUMSs r CMSs
AT Drats Mini-Slet " Data Mini-Slot

. P
M © . » - .
. . . . "
. X : .

St i  Slovirl

One Frame :

| = { Slots *

OMS — Control Mini-Slot

Figure 5.2: The Frame and Slot Description
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very short control minislots {CM8s), used for conirol. The last minislot, which oceu-
pies most of the slot space, is the data minislot (DMS), for transmitting one packet of
data. The r-+1 minislots of each slot are used by r--1 different nodes. The asym-
metrie partitioning of the slot between CMSs and one DMS makes it possible for one
node to send "useful” data, and for r nodes to send very short messages, consisting of

state information for the control of the communication and computation.

A message, sent during a OMS, is broadeast over the net from a known origin
but without a specific destination. The access to the CMSs on each net is deter-

ministie, For example, under a uniferm scherne the set of n nodes is partitioned

into r disjoint subsets of sizes either {—& or [—&J nodes. The sum of the sizes of all
r r

these subsets is n, and each node belongs to exactly one of the subsets. The nodesin a

subset use the corresponding UMS in a round-robin fashion,

For the following analysis it is important to note that each node can use s CMS:

e

] time slots. As a result, each node can broadeast its view over the net
r

every ! = [

every { time slots.

5.2. Hybrid Multiple Access Control Algorithm

The access control algorithm uses the load Information which is exchanged periodi-
cally during the contrel minislots. The access control algorithm operates using two basic
modes: randon for light net load, and deterministic for high net load. The net
dynamically switches its operational mode. Another hybrid scheme that operates in

deterministic and random modes is proposed and analyzed in [GoWo85]. The random
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algorithm is a simple version of a nonpersistent {or p-persistent} access control scheme
jsee Tane81]. The deterministic algorithm is distributed, and is performed by each
node’s interface. The algorithm considers only the load information currently known by
all the nodes on the net. As will be shown, the deterministic algorithm is adaptive and

guarantees high utilization of the net’s communication capacity.

An access control scheme is analvzed on the basis of how efficiently it utilizes its
communication capacity. For slotted communication, two events should be minimized
or avoided: (i) having empty slots while some ports have full buffers, and (ii} having cal-
lisions of two or more packets, which result in a wasted slot. The first event is avoided
by the random access mechanism, and the second is minimized by the deterministic
algorithm. Hence, in order to maximize the utilization, the deterministic algorithra will
be used whenever there is 2 known load, and the random access mechanism will be used

whenever there is no known load.

There is a reciprocal relationship between the network capacity utilization and the
average network delay. For a given load paitern, mazimizing the utilization is

equivalent to minimizing the average deloy (and viee versa).

5.2.1. The deterministic adaptive access control scheme

Let {node,,node,,......,nede, } be the set of n nodes of a single net. The ‘set of
nodes is divided inte r subsets, each subset uses one of the r CUMSs for updating its
state information. Fach node belongs to at least one of the subsets. In general, a
node can be either busy — with one or more full buffers to send, or empty - with no

packet to send. A node which is empty and then receives a new packet to send will
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change its state to busy only after its new load becomes common knowledge, i.e.,
after the new state information has been broadcast over the net, and has reached the
imaginary cireumference. It is assumed, In general, that there is an additional one-
time slot delay in order to incorporate the new state information into the next state.
The delay from the time a OMS message is sent until the state transition, which uses
this information, is f 41 {ime slots. The state information sent during each CMS may
include

(i) the node identification {its physical and logical addresses)

(it) the number of packets which are ready to be sent from this port

(ili} the number of empty buffers at this port

{iv) the time stamp — the current local slot counter reading

{v) the average node’s load during the past s time slots

{vi} global synchrenization information

§5.2.2, Priority of the control minislots

The way a net iz partitioned into control minislots can implement a priority
scheme. The priority is viewed here as the average delay of a node for changing its
own state information, which depends on how offen the node gets a CMS., Two basic
partitioning methods can be used:

{i} different-sized subsets nodes with high priority would be in a smaller subset, and
therefore, would receive the CME more often.
(ii} nondisjoint subsets nodes with high priority would be in mere than one CMS sub-

set.
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Node 4

Control Mini-Slot | ———
Control Mini-Slot 2 vooreeeereens
Control Mini-Slot 8 -~~~

Figure 5.3: An Example for CMBs Partitioning

Figure 5.3 is a possible partitioning of 12 nodes of a net info three subsets. The
three subsets are nob of the same size, and a node can belong to more than one subset
{e.g., node 8). In thie example there three priority levels: level 1 - {nodeg}, level 2 -
{node,, node,}, and level 3 - {node,, node,, nodes, nodeg, node,, nodeg, n:od'ew,
nodeyy, nodey,}. Nodes which generate more traffic and act as "masters” are likely to
have a higher priority in order to improve the system’s response time, and hence its
efficiency. In a real time application, a node on a critical timing path is likely to get a

higher priority in order to lmprove ifs response time.
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5.2.3. The scheduling during the data minislot

In the deterministic access control scheme, one of the nodes that is known to be

in the busy state sends a packet during the data minislot {DMS). This access rotates

among the other known busy nodes. Several different scheduling schemes can be

implemented:

(i) round-robin scheduling

(ii) scheduling with a fixed priority among the busy nodes

{iii] scheduling as a function of the number of full packets of the busy nodes

{iv) scheduling as a function of the number of empty buffers of the busy nodes

{v} some combination of the above

(1)

(2)

The desired priority scheme should have two basic properties:

Fairness ~ a packet from any node under worst—case scenario would be sent

after finite number of time slots,

Decreased overflow probability — the number of buffers at each node is finite,
and the transfer rate from the interface to the host storage is slower than the
net bandwidth. Note that these two requirements are in conflict; if the fairness

is increased then the overflow probability is also increased.

For example, assume that the priority scheme gives the highest priority to the

nodes with more than ten full buffers. As a result, the probability of overflow is likely

to be low, bub there is a possibility for starvation of nodes with only a few packets.

On the other hand, the round-robin scheduling is very falr, but the overfow probabil-

ity can be relatively high. As will be shown in Chapter 7, overflow can be prevented
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by using a special flag bit in the CMSE control message,

In general, in the following analysis and examples a uniform round-robin schedul-

ing is assumed during CMSs. Thus, each node updates its state information every

[ = [ﬁ—] time slots,
r

5.2.4. The random access scheme

The load is considered to be light whenever there are no known busy nodes,
and then the net’s nodes switch their operational mode, during the data minislot
(DME), to the random accessing mode. Note that the accessing mechanism during the

CMSs remains unchanged,

In the random access scheme, all nodes which have a full buffer {not yet com-
menly known) will transmit it in the next DMS with the probability p. If more than
one node transmits at the same time, a collision oceurs. To resolve this conflict, the
nodes involved will retry to transmit with the probability p/ {p' <0.5) after f 1 slots
{(after the collision becomes commonly known). The aeccess control will continue in the

random maode as long as there are no known nodes in the busy state.

5.3. The Analysis of a Single Net

The following terms will be used in the analysis:
(1) pt,,; — the efficiency of the vse of the communication capacity for data transfers, or
the ratio of the duration of data minislots Lo the total duration of the slot. Nofe that

under this definition it is assumed that the messages during the CMSs are not "useful”
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data transfers.

(i} d,ype — the delay of a node changing its state from empty to busy, using its CMS
message. Lhis time i3 measured from the time an empiy receives a new packet until the
node becomes busy.

{111} d,,0esy — the delay in accessing the net {the time interval from the moment the node

changes its state from empty to busy until the time it gets the first access right), and

(iv} d

sre—aut — bhe total time delay of a packet from source to destination.

In most cases, only the mean time analysis will be performed. This is sufficient,
gince the operation of the net is based mainly on the deterministic aecess control algo-
rithms and round-robin scheduling. The objective of this analysis ia to get an indication

of the expected performance of such a system.

In the discussion, the following basic model is assumed:
(i) the basic unit of time is a slot
(i1} » identical nodes on each net
(iii} f slots in every frame

{iv) r control minislots {CMSs) in every slot

{v) the set of n nodes are partitioned into r disjoint subsets of sizes either [ﬁ'—l or
¥

r

me nodes, such that the sum of the subset sizes is n

{vi} one data minislot {DMS) in every slot
(vii} only the CMSs are used for exchanging state information; the DMS is used only for
data transfers

{viii) the basic scheduling scheme during the DMS is round--robin
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(ix} one packet at a time is sent by each node, ie., the node becomes busy, sends one
packet, then becomes empty, and so on. This last assumption presents the net perfor-
mance as poorer than in actuality, since each node could have several packets to send

each time it becomes busy.

Definition - Heavy Load:-
the net is in the heavy load state during the period of time (in slots) in which the
known number of full buffers is one or more, or when at least one node is in the

busy state. Thus, when the load is heavy, the access control is deterministic,

Definition — Light Load:~
the net iz in the light load state during the period of time in which the known
number of full buffers is zere, or when all the net’s nodes are in the empty state.

Thus, when the load is light, the rsndorm mode is used.

5.4. Commmunication Efficiency

The net synchronous organization guarantees, in principle, that in each instance a
bit of information can be transmitted into the net from one of the net’s interfaces. How-
ever, the communication efficiency is reduced synchronization timing error (4,), dis-
cussed separately in Chapter 6, and by the presence of control minislots, which consti-
tute a communication and computation management overhead. Let Tyryp¢ be the dura-
tion of the UMS, and Ty be the duration of the DMS, then the maxirnum comraun-

ication efficiency is

TDM'S
. 100 (%).
Hoom o, IE)M'S T TT(.?MS. ( 0)
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In this formula it is assumed that all the DMSs have one packet of data. For example, if
re=4, OMS duration is a 256 bits, and the DMS duration is 4Kbytes, then the communi-

cation efficiency is 97%.

5.5. Delay Analysis

5.5.1. State change delay

The delay in changing the node’s state information (e.g., changing its state from
empty 1o busy), is the time it takes for locally known information to become com-

monly known. Cn the average, this time is

-+ f -+l slots.

\ ln
dotatem = {".‘ZT

The expression [%ﬁl iz the average time until the node has its next turn to send a
r

control message during tts CMS. The f + 1 slots is the time it takes the control mes-
sage to be propagated and decoded by all the destinations. The upper-bound (worst

case) on this time is

b3

d 4 F -1 slots,

120 20 =

5.5.2. Access delay

The access delay is the time for a node, in the busy state, to send a packet info
the net. I on the average, in the heavy load case, there are m nodes in the busy state,
then under round-robin scheduling the average time for a2 packet to be transmiifed

into the net is
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m
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The upper-bound on this delay is

d = n —} slots.

GOORRE

5.5.3. Source-destination delny

The total time to send a packet from a node which is in the empty state to its

destination, iz on the average

T

+ 2{f +1) slots.

In
dsre——dstm = Ir“é“;'"} +
The {f -+1) is added twice: for the transmission delay of the control message, and for

the transmission delay of the packet.

The upper-bound on the total delay is

Dredst y, = —:} +n—1 + 2 f-H1) slots.

5.5.4. Source-destination delay with reservation or lock-ahead

In real-time applications, the time required for transferring a packet from its
source to destination can be significantly reduced. If a slot counter is used, a specific

time slot can be reserved, and then the delay will be only f +1 slota.

Without a slot counter, the node can look ahead by changing its state from

K

empty to busy, and then the delay will be I 5 }“5" {f +1) slots, so the time to change

the state is saved.
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5.5.5. The delay as & function of the bandwidth and {
The actual time delay over the net depends on three basic factors: the

, and the traffic model. The first two are determined by
r

bandwidth, the ratio [ = [fl

the optical architecture, and the third one is determined by the way the system is

used. In this section the delay is computed as a function of the first two parameters.

Assume that
(i) the slot durstion is 4Kbytes or 32Kbit periods,
(i} the bandwidth — BW iz expressed in kiloherts,
(iii} the B is 10,000 meters,

{iv) the T is 0.05 millisecond, and

(v} the number of slots jn a frame f = I[ 2(0.05) | _ 10.1BW

32,768 32,768

BW

Thus, the maximum delay for the propagation of state information is

32768 32,768 _ |0.1BW |32,768
Ao (1) SRTE8 gy 32,768 768
oty = (HS H) = = (I H) s+ 32,768 | BW
o 32,768 Lpp s .
=z (L1} % + 0.1 millisecond.

The diagram in Figure 5.4 describes the delay as a function of the BW. Three cases

are shown {=12, {=17, and /=22,

It is clear from Figure 5.4 that the state delay propagation is not more than a
millisecond in a high bandwidth. This time is much faster than the typical access time
to a magnetic disk. Note that the delay which is due to the physical size of the net-

work is relatively insignificant.
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Figure 5.4 Maximum State Delay

5.8. Light Load Analysis

5.8.1, The model}

Light load is analyzed on the basis of the efficiency of the communication aver
the net when the known load is zero. During this time the access control is random.

It reverts to deterministic access, after new load information is received via the CMSs,

For the analysis the following model is assumed:
(1) the net has n identical nodes

(i) the packet arrival at each of the n nodes follows Poisson statistics, with a mean
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arrival rate of X\ per time slot {such that nh<1}

(iii} the Poisson process has the following characteristics:
e the numbers of arrivals in disjoint time intervalg are independent
random variables
& the number of arrivals is proportional to the duration of the observa-
tion time Interval
¢ the superposition of Poisson processes is Polsson, with the mean
arrival rate as the sum of the individusal arrival rates
o the randemized thinning of a Poisson process is 2 Poisson process

(iv} f =1 (frame of one slot)

{v} the set of n nodes is partitioned into r disjoint subsets of sizes either {f—ti or
r

[ﬁ—J nodes, with the sum of the subsefs sizes equal to n
-

(vi} the result of the transmission (success, collision, or new commonly known load)
is known by the end of each slot (thus, a node can retry to transmit in the subsequent
time slot); also the control messages are decoded by the end of each time slot, and
their information is incorporated into the next state transition

{vii) a node with a full buffer will try to transmit with the probability p in the first
time slot of the random access mode, and with probability p' after a cgliisian
(' << 0.5}, Note that after a collision only the nodes involved will try to transmit.
(viii) state information is exchanged only via the r CMSs

(ix} in the random access mode, if a node has exactly one buffer full and can use its
CMS, then it will transmit the data packet at random and declare its load using its

CMS,
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, and divide the set of n nodes into r disjoint subsets
.

Let | = iﬁ—

{4, Agy ooy A, }. The nodes in each subset are arranged in a temporal order in which
they last use their CMS

A = {aim,: @ty e ) aim'}; Le., the aim did not use its CMS for [ time slots.

The probability that a node a, has no packets after 7 time slots is

e ~AjI,

jm-ﬂmﬁai '

and the probability that a node a; has at least one packet after j time slots is

—AJT,
i =] e ’ ’,
pocket

5.8.2. The probability for successful transmission

The probability for successful transmission during the first time slot after the
known lead becomes zero {all the nodes are empty), is computed in this section.

The probability that a node a; will not transmit (idle} is

P, =1—pP

Bgle Tpackat

this probability includes the cases (i) the node being empty, and (ii) the node being not
empty but not transmitting (1-—-p}.

The probability that none of the nodes on the net will transmit (all the net’s nodes are
IDLE) is

Yy

F L =

{
-,IIPJ;&
Feed

‘Phe probability that only the node a; will transmit {node y ACTIVE) is
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P IDLE

P. = P,
Tarrve P Jpachet ¥,
Jide

Finally, the probability for successful transmission in the first time slot after the net
has changed its mode of operation fo random access, is

i
. i

Pevccpss =1 2P
=1

The probability for not having a collision is

i
L NO-~-COLLISION E SUCCESS + I FDLE ?‘El i l
) ACTIVE
o

i

ﬂP Fidto
Jm=3

Thus, the probability for a coliision is

'P(’JGLL[SION =] — I'JNO ~GOLLISIGN ~

5.68.3. The probability for a wasted slot

A slot is wasted when one or more of the nodes have packets to transmit, and
there was no successful transmission, either because of a collision or because the net
was idle and not ernpty, Le., a slot is wasted unless there was a successful transmission
or the net was empty.

The probability for an emptly net during the first time slot of the random access mode
is

{

e

P .

Thus, the probability that the first slot will be wasted is

Ppypry = {

{ " I
—_— — Fr Y
Pyaster =1 = Peypry — Psvoopss =1 - [I IF j,u,pml -1} P Facrve
1 1

In the design of the net the objective is to minimize the probability of a wasted

slot during the random access mode, and by this to maximize the utifization {during



82

the deterministic mode there are no wasted slots). If X, r, and [ are some system
parameters, then p should be selected by simulation such that the probability for a

wasted slot is minimized.

5.8.4. The second time slot

Three cases are possible in the second slot of the random access mode.

Case 1 ~ the transmission in the first time slot was successful, and the load of the node
decreases {since nh <C1). Thus, the probability for a wasted second slot is less than in
the first time slot (Pyagrre < Pwasrei )

(Case 2 ~ the net was idle in the first time slot. The probability for a wasted slot
remaing the same (P, orma = Puggre)-

Case 3 — there was a collision during the first slot. Since p’-persistent algorithm is
uged, only the nodes which were involved in the collision will try again in the second
time slot with probability p/. If m nodes were involved in the collision, then the pro-

bability for a wasted slot is

Pyasres = 1 — Pegocpssy — Propgy = 1 — m{p' (1—p' ™1 — (19"

5.7, Diseussion

The eriterion for switching the access control between deterministic mode and ran-
dom modes 19 optimal, if the sccess control objective is to minimize the number of
wasted slots. In fact, it is not hard to prove the theorem that operating under the ran-

dom access mode only while there is no known load is optimal.
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Proof: the theorem is proved by negation; there are two cases.

Case 1 ~ the pet switches its operation to random while there are one or more
known full buffers. Since some nodes might also have full buffers which are not
known, the probability for collision is greater than zero. Thus, » slot might be
wasted.

Case 2 — the net switches its operation to random mode one or more slots after the
last known full buffer was sent. Clearly, in this case one or more slots will be
wasted. Thus, the switching criterion is optimal.

Similar arguments are valid for swilching back from the random mode to the deter-
ministic mode. In the random mode the p-persistent protocol is not the optimal
protocol, 16 is, however, reasonable to use, since the protocol is very simple to

implement and the load is light.

The maximum efficiency of the hybrid access control algorithm is almost 1009,

since under heavy load the access control is deterministic.
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CHAPTER 8.

DISTRIBUTED GLOBAL EVENT SYNCHRONIZATION

6.1. Introduction

Initially the system is asynchronous, and each node has its own local transmission
clock. The objective of the synchronization procedure is to generate a global synchro-
nous system clock. The method of achieving global synchronization is by fixing the slot
duration in all the system’s nets. The synchronization procedure proceeds in the follow-
ing steps: (i) determining two synchronization conditions, (ii) designing two synchroniza-
tion algorithms for matching the phases of the time slots on orthogonal nets, and {iii)

analyzing these algorithms {{OfFa87b}}).

The result of maintaining global synchronization among all the system’s nefs is
that this distributed system preserves a total global ordering of all the events in the

system. This total ordering is achieved with a small synchronization overhead {less than

(:lobal event synchronization is a fundamental operating principle used for com-
munication management and for concurrency control. It is simpler and more eiﬁ.c‘i:ent to
implement these functions under a synchronous scheme rather than an asynehronous
one. The network architecture is a hypergraph which makes the synchronization

simpler, and more reliable and efficient than a point-to-point network.
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Bach node determines time by using a slot counter. The values of the slot counters
are used for stamping all computation and communication events. As a result, at any
later time, on any node, and for all pairs of events A and B, it is possible to determine

whether A was before, after, or simultaneous with B.

Global system synchronization enables a well-defined global state transition at
the end of each time slot, which simplifies the operation of distributed network control
algorithms (e.g., routing, buffer management), and the concurrency centrol of parallel
processing transactions, l.e., time stamps can be used for maintaining the serializability
of parallel algorithms. For example, time stamps are used in optimistic concurrency
control algorithms for distributed database systems {see {KuRoB81]}. This algorithm is
simple and enables a high degree of parallelism, higher than for technigues using only

locks.

Global synchronization of a regular hypergraph and partial hypergraph, is modeled
and analyzed in this chapter. The objectives of the analysis are to find the necessary
conditions for maintaining global synchronization, and to find the average and worst-
case synchronization efficiency for a single net and for the whole network, i.e., the time

overhead for maintaining synechronization.

The broadeast to all the net’s nodes from one point in space has the inherent
advantages of efficient distributed synchronization and fault tolerance (Chapter 8) I
will be shown that the distributed synchronization technique leads to a small reduction
in the number of bits that may be transmitted in a given time interval. The synchroni-
zation efficiency is defined as the ratio of this number to the maximum number of bits

that could be transmitted in that iuterval over the shared medium.
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Each time slot has a fixed time duration T,. The one-way delay of a node ¢ from
the star center s A,. Thus, the n nodes of each net may be regarded as lying on the cir-
cumference of an imaginary circle with radivs &, such that T > max{A4,;, such that
n>>i >1}, as shown in Figure 5.1. The slots are grouped into frames of duration 1,
with f slots per frame and T, == fT,, as shown in Figure 5.2. For synchronization pur-

poses, the frame duration is equal to 27%.

The synchronization mechanism is based en the periodic exchange of timing and
control {or state) information, which is also used for other network functions. Kach slot
is divided into 7+ minislots. The first r are very short control minislots {CMS) used for

network control,

A message sent during a CMS is broadcast over the net from a known origin but

without a specifie destination. The use of the CMSs on each net is deterministic, The

»ﬁ—J nodes.

set of 1 nodes is partitioned into r disjoint subsets of sizes either {ﬁw} or
r

P

The sum of the sizes of all these subsets is exactly n, and each node belongs to exactly
one of the subsets. The nodes in a subset use the corresponding CMS in a round-robin

fashion.

In the following analysis it is important to note that each node can use its CMS

every [ = [ﬁw] time slots. As a result, each node can broadeast its timing view every |

v
time slots. The timing view will be discussed later, and consists of the time difference
observed by a node over its two orthogenal nets. The liming views are sent in order to

match the phases of all the nets in the network.
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Other synchronization procedures which are found in literature are more general
and abstract, and use explicit message-passing protoecol, e.g., the Byzantine Agreement
which is extensively discussed in literature. A general analysis of the complexity of net-
work synchronization is found in [Awer85]. The following synchronization scheme is
based on:

(i) specific optical architecture and its parameters, and

(it} implicit and explicit message passing.
6.2. Distributed Synchronization

6.2.1. The synchronization hierarchy

Global distributed synchronization is achieved in a hierarchical manner, as shown
in Figure 6.1. The lowest synchronization level is the net. There is a slot timer ab
each port, which is used to measure the duration of one time slot (7,). Knowing its
delay from the net center enables each port to determine when the next time slot
should begin. The next synchronization level is done in a distributed manner by

matching the timing differences between the two ports at each node.

Initialization of all the slot counters is centralized and done only at startup. The
concurrency control level is the distributed operating system, which uses the underly-
ing global synchronization. The lower levels are completely transparent to the con-
currency level, and can be viewed as network functions. In general, the network fune-

tions use the CMSs, while the distributed operating system uses the DMSs.
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Conecurrency Control

[ Slot Counter Initialization

Network Slot Synchronization

’, Net Slot Synchronization

Distributed Operating System

Network Functions

Figure 6.1: The Synchronization Hierarchy

6.2.2. Synchronization conditions for 2D hypergraph

In this section the necessary and sufficient synchronization conditions for ensur-

ing a total temporal event ordering in the system are discussed. It will be shown how

these conditions can be achieved and what the consequences are for the system’s per-

formance efficiency.

The following are the necessary and sufficient conditions for total event ordering:

8(C'1 - Synchronization Condition 1 {local condition}):

At all times the reading of each slot counter {C}) is not greater than the actual

number of slots that have passed at each of the node’s ports, and can be smaller

by one, for durations less than half a time slot. As a result, the slots of the two

ports can be paired, such that the time difference between the two paired slots,

(ome from each port), is less than hall a time slot, i.e., the two streams of events

(or slots) which each node "sees” via ifs two ports can be uniquely paired.
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SC2 - Synchronization Gonditioﬁ 2 {global condition):
At all times the difference between any two slot counters C; and C; can be zero
or one, i.e., at each time step there is an interval greater than half a time slot in
which all the system’s slot counters have the same value. Figure 6.2 presents a
global view of the system’s timing. During time interval d {d < 0.5T,) all the

slot counters are incremented.

uuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuuu

Within This Period
: All Slot Counters
i Have the Same Value

Slot Counter Increment Period d < 0.5 Ts

Figure 6.2: Global Synchronization Condition
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In the discussion the following definitions are used:
Slot Phase - of a time slot is the first bit of the first control minislot.
Early Port ~ of & node is the port in which its slot phase oceurs before the other port
slot phase.,
Later Port - of a node is the port in which its slot phase occurs after the other poré
slot phase.
Inerement ~ of a slot counter follows the phase of the later port.
Tirne Stamp ~ of a packet which is sent via the early port is by next value of the slot
counter, and of a packet which is sent via the later port is by the current value of the
slot counter. Arriving packets are stamped in the same way: the packet from the
early port gets the next value, and the packet from the later port gets the current
value of the slot counter.
Net Cross Time - of a packet is the time it takes to arrive to all the nodes of the
net, This time is measured by stamping the packet upon its transmission and upon its

arriving. Thus, the net cross time is exactly [ fime slots.

Total Ordering Proposition:—
If the synchronization conditions SC1 and SCZ are maintained, and each data
packet is time stamped by its originating node, then the giobal total ordering of

packets is preserved.

Proof:—
The proof proceeds in three steps:
Step 1: Unique Thre Stamping - {ollowing SCI and the above definitions a

packet which travels in the system is stamped uniquely upon transmission and
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arrival, This is a result of the unique pairing of phases on each node {SC1) and
the fact that a packet crosses a net within exactly f time slots.

Step 2: Consistent Time Stamping — Assume that all the slot counters have
the same initial value, then following SC2 they will continue to have the same
value outside of the incrementing period d which is less than half a time slot, as
shown in Figure 6.2,

Assume that: {i) a packet p; is sent from node i at £y, (ii) a copy of p, is kept at
node i, and {iii} this copy is time stamped every time slot by the slot counter of
node i; then if p, is stamped whenever it reaches an arbitrary node j, then the
two copies of p, will have the same time stamp. Thus, the two copies of p, are
time consistent.

Step 3: Total Order - Let A, be an arbitrary subset of packets which were ori-

ginated and sent into the system at time £, After some k slots {k is any integer
greater than zero) these packeis are stamped again by their destination nodes.
Clearly, since time stamping is unique and consistent all these packets will be
stamped with the same value. Therefore, the relative time difference between
any two arbitrary subsets A and B is preserved, and the total ordering is main-

tained.

$.3. Synchronization Analysis

The main emphasis in this section is on the design and analysis of a two-
dimensional regular hypergraph. A partial hypergraph is discussed briefly and shown o
operate similarly to the regular hypergraph. The objective of the analysis is to deter-

mine the necessary operating conditions, such that the synchronization conditions are
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maintained. The analysis is done first for a single net and then for the network.

In the following analysis the system is modeled as follows:
+ Regular hypergraph — each ncde has two puorts, and each net can be accessed via n
poris.
» Bach frame contains one slot (ie., T} =T,}. The analysis for f>1 is very similar,
and will be discussed in a later section.
o R I8 the maximum of all B’s of the system’s nets.
¢ One frame period ('I'f) is exactly the time delay for the signal to travel twice the dis-

tance K he, Iy =1, =275 .

max?
e The time slot (7)) interval, which is measured by a timer at each port, may have a
maximum error of A,. This error is the sum of placement error ~ the maximum error in

measuring the port distance from the center of the optical star and elock error — the

error of the node’s local clock.

6.3.1. MNet synchronization analysis

The Net’s Synchronization Algorithrm:-
Fach node 1 determines the beginning of the next time slot by adding (T, — 24,)
to the time it recetves the first bit of the first conirol minislot (CMS). Figure
6.3 illustrates the correctness of this simple algorithm. Each nede should delay
the beginning of the next time slot by adding its round-trip delay to the cir-

cumference of the circle, which is exactly (T, — 24;).

The difference in determining the beginning of the next time slot among all the n

ports of the net is 44, so that the maximum timing difference is 24, . Since there is
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12T - A
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Figure 6.3: Net Synchronization
one slot in each frame, and at the beginning of each time slot all the net’s ports are
resynchronized, there is no aceumulsted timing error during successive time slots;
i.e., the beginning of the nexi time slot iz determined by the first bit of the current

time slot,

First, the necessary fime duration of each time slot is computed. Given T g be
the duration of each control minislot and 7 ,,¢ be the duration of the data minislot,
what is the total duration of of time slot {7,). Clearly, due to the error A, there
should be a safety margin between the transmission of two successive nodes. During
each slot r-+1 different ports are broadeasting. These ports are numbered according to
the order in which they are broadeasting: {Portl, Port2, .... , Pori{r-+1)}, Port{r+1)
sends the data packet during the DMS. Then, with respect to some global time refer-

ence £ == 0, it is possible to determine when each port should transmit:
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b Portl transmits at  t =0,

then Port2 transmits at ¢t == 24, + Tope

and  Port(r) transmits at ¢t == {r-1}{24, + Trye)

and  Port(r+1) transmits at t =1(24, + Toprs)

and  then the nexi time slot will start at

== f(ﬁAa e TC‘MS) 4 2;:“36 -+ TDMS

Hence, the slot duration should satisfy the following equality:
T, ={r+1)24, +rTers + Tpus

The above result on the duration of T, is proven by induction on r.

The average efficiency (g, ) of a single net is the fraction of each time slot

used for transferring useful bits of information {data or control}):

u . rTens Tpus T - (r1)24,
net—gve (r "%“I)Z.A s M Tears T pars T

L

The actual slot duration is the time interval between the first bit of the first
CMSs in two successive slots. The actual length of 7, depends on the relative error
between these two ports which is +4,. Hence, the time slot duration varies between
T 4, and T,-+A,. Therefore, the worst-case efficiency (fng i) 18 when all the

net’s ports have an error of +A,, and the efficiency is then

) _ rTeps+Tpys
net ~min T
i1113 Ts _‘*“A .
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8.3.2. Global synechronization analysis

The baste mechanism for global synchronization is that a net which completes its
time slot before other nets will delay the beginning of its next time slot, in order to
match the other nets’ time phases. Via the CMSs, the nodes indicate to their orthogo-

nal nets how to match the phases.

The Distributed Global Synchronization Algorithrn:—
(1) each node increments iis slot counter according to the phase of the later port;
[ti} each port indicates in its message the amouni of tme needed to match the
phuses of its two ports {only the port in which the fime slof ended earlier will indi-
cate a posttive time delay); (ift) the additional delay information is incorporated
only when it becomes common knowledge by oll the net’s ports, and {iv) there
are r different time interval corrections [opinions) for adjusting the beginning of

the next time glot, and the ports use the longest one among these v corrections.

The principle for achieving synchronization by taking the latest (or maximum)
among different time phases is also used in [Lamp78]. The above global synchroniza-
tion algorithm eliminates the resynchronization uncertainty, which could occur if a
node would resynchronize before the timing information becomes common
knowledge on the net, The global synchronization algorithm is used explicitly in the
compusation of the maximum timing difference; as a result the validity of this algo-

rithm becomes apparent.

Each net is resynehronized by the first bit of the first control minislot. Then,
for giobal synchronization analysis, the possible timing error in determining the begin-

ning of the next time slot is -+A,. For the worst—case, assuming that all the nodes of
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the system have the maximum timing error of +4,, the minimum global efficiency is

- *Toms + Toms T, —(r+1)24,
Hotobat—min = (r —5'1}2‘{33 + 1Pf{ﬂ(l}bf&r‘ + RTDMS +“ﬁa N Ta + “ﬂa

If o uniform error distribution is assumed, the average efficiency will still be cloze to

the worst—case, since the global synchronization algorithm forves the nets to maxime

ize their timing error.

The actual reduction in the system’s eﬁiaiencf in the worst-case is very small; in
most practical situations it will be a few percent, For example, if A, = 100 bits,
T, = 8000 bytes, and r == 4, then P i = 98.28%. Note also that the efficiency
does not depend on the number of nodes in the system, and that the timing error A4,

can be much smaller.

Note that the part of the CMS which indicates how to match the phases of the
two orthogonal nets causes an additional decrease in the network efficiency. Since this

ig very small, i is not included in the above expression.

8.3.3. Global timing differences

The maximum time difference should satisfy the local and global synchronization
conditions. In the following analysis the worst phase difference between any two nets
in the system is computed. Clearly, if this phase difference is less than half a time slot
then SC1 holds {(by its definition), and also SC2 holds since the phases of orthogonal
nets are paired uniquely {SC1), so that the inerement of all the system’s slot counters
cannot differ by more than half a time slot.

Worst-case scenarios — might bring about the worst timing difference in the sys-
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tem. There are two equivalent worst-case scenarios; the first one is shown in Figure
6.4, Under this scenario, (i) all the nodes of one net {say, maxnet) have the maximum
timing error of +4,, (ii) all the other nedes have the minimum timing error ~A4,, and

(i1} none of the nodes of maxnet transmit on the other nets for the maximum possi-

ble period of time, which is | = [f—] slots, In other words, maxnet does not tell the
¥

other nodes its differences for ! time slots.

The second equivalent worst-case scenario has two orthogonal maxnets, and the
rest: of the nodes have minimum error. The nodes of the two maxnets do not
transmit on their orthogonal nets for a maximum interval of [ slots. These two
scenarios are easily proved to be the worst, by systematically checking all peossible

scenarios.
Under this scenario for f =1, the maximum timing difference accumulated is

n

r

Ao = +2)24,.

In order to satisfy the synchronization conditions, the following nequality should

be satisfied:

Lo

.
TRRX 2"8

4

For example, if the net size is n==100 nodes (the system size is 10,000 nodes), and the
other parameters have the same values as in the previous example, then

A ey = 5400 bets, which is much smaller than half the time slot size of 32,000 bits.

Henee, synehronization conditions for achieving total event ordering are feasible,

even for very large systems.
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Figure 6.4: Maximum Timing Difference

8.3.4. Global initialization of the slot counters

The following are procedures for loading all the system’s slot counters with the
same value. These global initialization procedures can be done in a distributed or cen-

tralized manner. The following algorithms are for a 2D--R hypergraph.

8.3.4.1. Distributed initialization

This procedure is similar o the global synchronization algorithm. Each node
selects at random an initial value for ifs slot counter. This value is transmitted by
the control message during the CME. When a node receives a glot counter value of

another node, it adjusts this value by adding the appropriate propagation delay
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{f-+1 time slots), and then compares this value with the current value of its own

slot counter. If the slot counter value is smaller, then it is replaced by the received

value. Clearly, after {E»] +{f+1) + w?»« + {f +1) time slots the largest among all
. .

the randomly selected slot counter values will reach all the nodes of the 2D-R

hypergraph.

The above procedure is very fast {{raction of a millisecond); the problem is
that the start-up phase of the system is much longer, i.e., the distributed initializa-
tion procedure is completed long before all the system’s nodes become active.
Therefore, it is reasonable to use a centralized algorithm when the system is initial-

jzed.

6.3.4.2. Centralized initialization

The following algorithm is centralized but can be performed by any of the
system’s nodes (the node can be selected at random). It has two phases {for a 2D-R
hypergraph): phase 1 — a specific node broadcasts on one of its nets the message "be
ready to load ty into the slot counter”. Then in phase 4 - the nodes which received
this message broadeast the following message via their other port: "load {4 + 1 into
the slot counter”, The naumber ¢ indicates the number of slots passed between the
original message (phase 1) and the time this message is actually transwitted. If n is
the number of nodes on a net, then after at most {n +1) time slots all the system’s
slot counters have the same value. Note that during this initislization procedure the
synchronization conditions hold, and therefore, the value of ¢ is consistent for all the

nodes in the system.
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6.3.5. Synchronization of a 21 partial hypergraph

In the following discussion the system topology is changed, such that each net has
k nodes with 2 ports, and o nodes with one port {k-+a=n}, as shown in Figure 2.3

and discuszed in Section 2.2,

The efficiency results for the net and netweork synchronization Jremain the same
as obtained before. The scenario for the worst-case timing difference is the same as
for the regular hypergraph, but the consequences are slightly different. The nodes of
maxnet cannot update the rest of the system’s nodes within one time glot, ie., the
nodes with one port on nets which are parallel to maxnet have a distance of two nets
from the nodes of maxnet. Now, if none of the k nodes {(with two ports) of one of the
pets, which is parallel to maxnet, will transmit before all the a nodes transmitted,

then the worst case timing difference between maxnet and these o nodes is

71

P

a

r

+ 121 43024,.

Amcszmﬂf m(

Hence, in order to satisfy the synchrenization conditions for the partial hyper-

graph, the following inequality should be satisfied

-1
-

mag-—-part E

A T,.

6.4. Synchronization Analysis of a Larger Net

In the previous analysis it was assumed that each frame has exactly one slof. As
the bandwidth increases, the physical length of the slot decreases, and the net can have
more nodes in a larger area. If the number of bits in a slot remains the same, then every

frame will have several slots, Le, T w 2T% == fT.
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The synchronization conditions and algorithms remain the same. The consequences
of this change can be on the synchronization efficiency and the global time difference. It

1s assumed that 4, in bit periods remains the same, even when the bandwidth increases.

6.4.1. Synchronization efficiency

The net and network synchronization efficiency is basically the same as in the
previous analysis. This can be shown by assuming that each frame has f{r + 1) min-
islots, which implies that, for safety, f(r + 1}:3@,A ,¥is added to the time frame. This
safety margin is f times larger than before, but also the frame duration {in bit
periods) is f times larger than before. Thus, the synchronization efficiency remains

the same.

8.4.2. Globsl time difference

The worst-case scenarios remain the same, but there is additional time delay in
order fo match the phases of orthogonal nets. 'This additional fime difference consists
of: (i} f slots due to the delay of the node view on how to mateh the phases, and (i)
f slots due the delay until the phase mateh information becomes common

knowledge. Thus, the maximum timing difference accumulated is

Amax(f >'l) m{ e 4 zf )2‘35'

F3
r

In order to satisfy the synchronization conditions, the following inequality should

be satisfied:
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6.5. Discussion and Conelusions

The foregoing analysis exhibits the feasibility of achieving global event synchroniza-
tion of a large area network with very high efficiency. This is due, first, to the use of a
centralized, passive, optical star which can be simply synchronized; second, to the high
bandwidth optical medium which can be time-shared by many ports, and third, to the
two-dimensional hypergraph topology, which minimizes the distances between nodes.
The limitation of global synchronization is that all events should be of the same size.
The event size is one time slot, and for efficiency purposes should have a duration of

several kilobytes.

Global synchronization can have an important impact on the overall complexity of
the system’s operation and computation control (see the following example on global
mutual exclusion}, Parallel distributed algorithms tan use common knowledge as
their basic principle. Since each event hag its own time signature and the system is syn-
chronized, these algorithms can be performed in an open loop mode, i.e., without the
need for acknowledgements. This has two important consequences: (1) the execution
of these distributed algorithms is efficient, and (i) the system operation is simpler.
There appears to be a tradeoff between a somewhat complex network operation with syn-
chronization and the simplicity of the higher levels of system operation {communication

and computation management}.
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8.5.1. Maximum clock synchronization

The synchronization procedure described above may be viewed as generating a

slower synchronous clock from multiple asynchronous clocks. The maximum timing

difference on a 2D-R hypergraph (with f=1}is A, = +2)2A,. This timing

H
¥

difference constitutes the maximum synchronous rate of the system’s slot counters,

which is the reciproeal value of the minimum slot period (basic event) in the system

| i
T

&

SLOP—~CNT, ., =

N ¥ | -’;’;- +2) A,

The error A, is a function of (i} the frequency differences among

Tet w =4 F’m
¥

the high-speed transmitting clocks - b {typically less than 0.019%), and (ii} the physi-
cal measurement error -td.

A, =d +bT,

Therefore,

T = wi{d -+ 5Tﬁm)

&

Thus,

. wd
wao ] wh

&

Finally, the maximum synchronous clock is

SLOT—CNT,, = Tl = ;;’” = wif.

&

oty

Thus, the maximum system clock does not depend on the high speed clock differences
but only on the physical measurement {d). The synchronization depends only on the

nummber of nodes per net and not on the total number of nodes in the system. If the
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number of CMSs is increased, then the maximum system clock bandwidih is propor-

tionally inereased.

For example, let n=32, r=4, d=25 nanoseconds, w=44, and the maximum

handwidth is

SLOT—CNT, . 7= SLUNSREE S 1 megahertz

Wax - wd 1000

6.5.2. Synchronous and asynchronous operation

A more general view of the synchronization procedure is possible. Each event
may have multiple asynchronous subevents; therefore, the synchronization proeedure
can be viewed as placing an upper bound on the maximum timing difference among

the asynchronous subevents.

One possible conclusion is that in order to have a more effective synchronization,
the duration of each subevent should be longer, Le., in the case of distributed compu-

tation, a larger subevent means a larger process granularity.

6.5.3. Distributed mutusal exclhasion

In order to illustrate the potential of global event synchronization and time
stamping, a distributed mutual exclusion algorithm is presented in this section. They
are designed for a regular hypergraph and use the CMSs or DMS for sending control
messages. The mechanism discussed here allows the sharing of independent, replicated
items among collections of distributed, cooperating processes. An ffem is a portion of
a process {usually a data structure) that must be accessed atomically. For more

details see [MeOfB7].
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Net (or local) distributed mutual exclusion algorithm — the node, wishing
to acquire the control of 2 common resource or a shared item, broadeasts its request to
all nodes of the net. A time stamp is attached to this message which iz sent via a
DMS. Since only one node can use the DMS during each time slot, no two messages on
a net can have the same time stamp. Hence, the message with the earlier time stamp
receives the resource control rights. Note that, since all messages are broadcast over
the net, the mutual exclusion resolution is computed independently by each node, and

no acknowledgement is needed.

Globally distributed mutual exclusion algorithm :— this algorithm uses the
CMSs for sending control messages to all the system nodes and is performed in two
steps.

First, the requesting node broadcasts the message "node i wants z af time t," {t, is
the time stamp) to all its adjacent nodes via one port, Then these nodes rebroadcast

the message via their adjacent nets. If these messages have the highest priority, then

23

after + f+1 time slots, at most, the resoures request message has reached all the

network nodes. The requesting node can determine the validity of its mutual exclusion
request by comparing the time stamp of its original request message with all other
messages requesting this resource. In the case of two requests of the same resource ori-

ginating at the same time, the procedure repeats after a random delay.

The case of having too many mutual exclusion requests at the same time is dis-

cussed in [MeOf87]. One possible solution is a distributed protocol which limits the

T
r

maximum number of requests op a net within a period of time of [ == time slots.
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In this case the first step lasts { slots and each node may try to reserve a space {by
broadcast over the net) for its request which will be broadcast on all the orthogonal
nets during the second step. If“.no gpace is available the node will request it again after
[ slots. The second step also lasts ! slots, so the node should wait 2/ time slots in

order to determine its exelusive right.
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CHAPTER 7.

TWO-DIMENSIONAL BYPERGRAPH

7.1, CGeneral

The physical layout of a 2D hypergraph is mapped onto a two dimensional square
grid, as shown in Figure 7.1a, which is an example of a 5~by-5 2D regular hypergraph.

For regular hypergraphs, each node is identified by an ordered pair (z,y )

node{x,y) suchithat 1<z<n, 1<y<n

Yy
f nety {1 nety{3) net {5} k nety {1)

nﬁdeél,ﬁ} /L i LL nodel(1,5)

G vy o o 7 n.e%%({fi} O P

node|(4,4)
BB DD met {4) ")
node}(2,3) node{(2,3)
e Pt et met (3) ¢ O
node(5,2) node {5,2)

Gt net (2) L OO et (2)
node{{1,1} | node(3,1) ! node {i,1} | node (3,1)

i e met (1) D (T\’ & net;{(l)

...................................................... T OO PP

Figure 7.1: The Layout of a 2D Hypergraph
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For a partial hypergraph, the nets in the x direction are indexed sequentially from 1
te k. The nets in the y direction are indexed sequentially from 1 to k. Each net has k
nodes with two ports and a nodes with one port, such that (r% =k -+a }. A two-port node
is identified by an ordered pair (z,y}, 2 one-port node by either {z,00} or (o0,y). Since
the n nodes of each net are indistinguishable with respect to the center of the star, it is

always possible to rearrange the network such that all nodes with twe ports are within

one square region close to the z —y axis origin, as shown in Figure 7.1b.

In the discussion the following notation is used:
e net,{s) is the s** net in the = direction. Thus, node(r,s) is at the intersection of
net,(s) and net (r}.
¢ commonly known refers to state information which has been broadeast from a
known origin and has reached and been decoded by all the nodes of a net.
e [ {5} is the total communication load of net {s), defined as the number of full buffers
that are ready to be sent over the net. It includes only commonly known state infor-
mation.
e I, {r.s) is the communication load of node{r s) via the port (r,s) to net {a); it
includes only load information which is already commonly kunown.
¢ L,(r,s) is the load of node(r,s} via the port (r,s) to net,{r}; it includes only load

information which is already commonly known.

7.2. Two-DHimensional Node Interface

The node interface to a 2D network consists of two ports, buffers, a control unit,

and a host interface, as shown in Figure 7.2. Each of the two ports is full-duplex and is
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designed as described in Chapter 4. The control unit is the heart of the node interface

and includes the functions buffer manager, routing controller, and synchronizer.

The buffers at each node are organized as one uniform finite collection of m units,
Each buffer can contain one packet of data. Any of these can be attached for read or
write operations to the host bus interface, or pori,, or port,. Each buffer can function
as a FIFO or 2 RAM and, in the FIFC mode, it can be attached te two interfaces, for

gimultaneous read and write operations.

7.3. The Delay for Updating State Information

One of the design ohjectives is to minimize the delay of updating state information
and thereby iznprnving the distributed algorithm performance. The 2D regular and par-
tial hypergraph are analyzed in this sectio, in order to find out the average— and worst—
case propagation delay of state information in the system. it is assumed that each net
has n nodes, and each slot has r control minislots. In the following discussion it is
assumed that the state information should propagate via two nets in 2D-R hypergraph

and via three nets in 2D-P hypergraph.

It is assumed that the comtrol messages sent during the CMSs have a predefined
structure, with a specific field {few bits) for each parameter. Therefore, a state parame-
ter {e.g., load) which arrives at the node via port, can be transmitted via port, during

its next CMS.
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Figure 7.2: Funetional Description of 2D Interface

7.3.1. The average delay

If » uniform use of the control minislots is assumed, then a node sends control

information via its CMS every

3’—-} slots.,
r

Thus, on average, new state information is sent with a delay of —é-s’ and will reach to

all the nodes on a net after an additional f -1 slots. The maximum distance between



111

any two nodes of 2D-R is two nets. Therefore, the average delay for siate information

to reach all the 2D-R nodes is

bropoopg = 21+ f41)=1 +2(f +1) slots.
In the 2D-F the information should propagate via three nets; therefore, the average

delay is

t}:ﬁw;zwﬂ)v—-}’ = 3{%'{ + f “5"1) = %E iE(f *?*1) slots.

7.3.2. Upper-bound on the delay

In the worst case, the state information is transmitted after { slots; therefore, the
upper-bound of the propagation delay through the system is 21 + 2 f +1) slots for

2D-R, and 31 + 3(f +1) slots for 2ZD-P.

The upper-bound parameter is important for the design of protocols that operate
in an open loop mode, i.e., distributed algorithms which use time stamps as a substi-

tute for explicit acknowledgements, as in the mutual exclusion example of Section 6.4.

7.3.3. Number of messages

The total number of control messages that ave exchanged is an important eri-
terion in the evaluation of a distributed algorithm. Since the system is gidbaiiy SY N~
chronized by events, and assuming that each event is time stamped, then the order of
the distributed events is preserved. Therefore, in many cases the contro} messages and
their timing information can be sufficient for the distributed algorithm. One aspect of
the complexity of distributed algorithms, which are based on common knowledge,

can be measured by counting how many control inessages are exchanged.
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In order that a state parameter will reach all the system’s nodes, the parameter
is sent in a control message over one net and then over all the nets which are orthogo-
nal to the original net. Thus, the number of conirol messages which are needed for
propagating a certain state information {e.g., mutual exclusion request} to all the
system’s nodes is n+1 for 2D-R. For 2D-P the maximum distance is three, and a
parameter propagates first via one net, then on k orthogonal nets, and then on k-1

parallel nets {1-+k +k —1 = 2k nets).

A1 the nodes of a net monitor the activity on the net in the same way and in a
synchronous manner. Thus, the distributed activity can be measured by the total
number of nets rather than by the total number of nodes. Therefore, the complexity
of the synchronous hypergraph is twice the square root of the total number of nodes
(2\/fotal —modes ). This complexity is much lower than a point-to-point network,
which is on the order of the total number of nodes. Thus, it exhibits the potential of

the synchronous hypergraph for the implementation of complex distributed algo-

rithms.

7.4. Routing Algorithms for a 2D Regular Network

The basic parameter for routing is the total load, which is commeonly known on a
net, rather than the total load of a node. An optimal routing algorithm will balance the
load among all nets and thereby maximize the communicabion capacity of the system.
The use of the net load as a parameter decreases the complexity of the routing algorithm
relative to algorithms that use the load of each individual node. For example, the

number of different parameters for an algorithm which considers global information of
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Several methods f;)r routing algorithms will be discussed in this section. These
methods use the load information that is periodically exchanged by the control messages.
One of the design objectives is to make these algorithms transparent to the host, i.e., the
routing algorithms are performed by the network interface, independent of the system'’s
software. Each node monitors its neighborhood (the activity on its two nets), and per-
forms the routing algorithm without exchanging special messages with other nodes in the

system.

The different routes on a 2D regular network may be classified into two types:
Primary route is the path with the least number of nets from one node to anether.
For the 2D-R hypergraph, the primary path has a length of one or two nets. For exam-
ple, to get from node{r,s) to node{u,v) {(whick do not have a common net} there are
two possible ways: (i) via net, (r} to net, (v}, or (ii) via ncf‘.z (s} to net, (u}.

Secondary route is any route which is not a primary route. For the 2D-R hypergraph,

a secondary route has a length of at least three nets,

7.4.1. The local balancing routing algorithm

This algorithm uses only the primary routes. Between every two nodes, in the
plane of 2D-R, there are at most two primary routes. The routing algorithm deter-
mines which route to select. If the nodes have a common net the routing is via this
net; otherwise, the criterion for selecting the primary route is by locally balancing the
load of the two orthogonal nets, Le., the data packet is sent via the net with the lesser

load,
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An active node is a node which uses its CMS, and by this asserts that "J am
Alive." Let node(r,s) be the source node, and node {u ,.v) be the destination node, then
there are four cases:

Case 1 - r5%u and s5v, and node(r,v) and node{u,e} are active.

If L,(s} > L{r), otherwise route is via net (r} and net,(v), else the route is via
net, (s) and net, {u).

Case 2 — r == u or 5 = v, the source and destination have ports to the same net, the
packet is sent directly via this net.

Case 3 - rs#u and ss%v, and only one of the intermediate nodes, node(r,v} or
node{u,s ), is active, then the packet is routed via the active node.

Case 4 — both intermediate nodes, node(r,v) and node {u,s), are not active, then a

secondary route is selected.

The implementation of local load balancing is simple. In order to compute the
tolal load of a net, the nodes report the relative change in their load. Thus, the com-
putation of the total load of one net is done by adding {or subtracting) the load

changes.

7.4.2. The class of secondary routing algorithms

The class of secondary routing algerithms considers both primary and secondary
routes. The objective of these algorithms is to balance the load over all the network’s
nets, and as a result to maximize the utilization and to minimize the average delay.
With each control message, additional Inad parameters are transferred, which give

information on the load of the orthogonal net. Via its two ports, the node monitors
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the activity on each of its two nets, and the information seen by port, is then

transmitted over net,, and vice versa.

In order to maximize the flow in the system and to minimize the average packet

delay, the sum of the net’s load along the route should be minimized.

Theorem: Maximum route length on 2D-R -
On 2D-R hypergraph, the secondary routing algorithm should not consider

routes which are longer than three nets.

Proof:-
Let node{r,s) be the source node and node{u,v} be the destination node. The
destination node can be accessed either via net,(v) or via net (u}). Assume that
from some considerations nef, (v) was selected; since the network is 2D-R hyper-
graph, a packet from the source node will intersect with net,{v} after traveling
via one or two orthogonal nets, and the total length will not exceed three nets.
The same argument is used if the net,{u) is selected. Thus, any route of length

greater than three nets will just increase the sum of the loads along the route,

Q.E.D.

In general, each port monitors the activity over its net and extracts three param-
eters:
(1} L ~ the current load on the net.
(2) L* - the average net load during the past b slots (A is to be determined by simu-
lation of an actual system}.
{3) U/°® - the average net utilization during the past h slots, which is the ratio

between the full DMSs and A,
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These three parameters are broadeast with the control messages via the other port
onto the orthogonal net. As a result, all nodes receive these parameters from all the
nets of the system. For maintaining global information, each node of the 2D-R. should
store 3{2n) = 6n parameters, and for 2D-¥ network, only 6k parameters. Thus,
maintaining global routing information for 2D partial network can be quite reasomn-

able.

7.5. 2D Partial Hypergraph as a Centralized Switch

In this section the partial hypergraph is viewed as a centralized switching network,
such that the nodes with two ports, constituting the switch, can be located in one build-
ing, and the nodes with one port are distributed within an area of a few kilometers

around the switeh.

Figure 7.3 is an example of a partial hypergraph of four nets (NET A, NET B,
NET C, and NET D); each net is a passive optical star and is operated as described in
Chapter 5. This is the same as the operation of the nets of a 2D regular hypergraph net-
work. Two nodes of each net have two ports and are placed in one area, coustituting the
centralized switch, Note that this eentralized arrangement is done for practical purposes
{such as maintenance), and not because of different operational principles. The nets in
Figure 7.3 can be viewed as local area networks, and the centralized switch is the means
for merging them together, Thus, 2D-P hypergraph is a method for connecting local
area networks {optical nets) together. This approach is significant, since it enables the

construction of a small system which can be gradually extended.
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[n the analysis of a partial hypergraph as a centralized switch, three main issues are
considered: (i) the bottlenecks and overflow prevention, {ii) conditions for ensuring max-

imum communication Aow, and (iii} the effective bandwidth of a net.

7.5.1. Bottlenecks and overflow prevention

The nodes with two ports {the switch nodes} are potential bottlenecks, since a
large portion of the communication traffic merges into them. Bottlenecks ean occur
under heavy load: i.e., when the number of full buffers which are carnmonly known
is at least one. A bottleneck may result in buffer overfiow and the loss of packets. In

the following discussion it will be shown how overflows can be prevented.

In order to achieve these objectives the following conditions are determined, and

then a theorem is proved,

Buffers Condition 1:

At a switch node, the set of buffers ({By, By, By, ... , By, }} Is divided such that

can be

no more than |4~?«J can be in the queue of port,, and no more than lfgm
in the queue of port,.

Periodie Exchange Condition:
Fiach switch node can broadcast state information via its two ports using the con-

trol messages during its CMS, at most every { "time slots.

Overflow Hazard Flag Condition:
The control message has a flag which indicates overflow hazard. When a port

turns the overflow hazard flag on, the other nodes on this net will not transmit
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any more packets to it. The maximum latency or delay for turning on the
overflow hazard flag, and for this information fo get to all the nodes on the net,
is

HAZARD ~FLAG,,, =1+ [ +1,
which is the time until the next CMS, plus the time for this information o pro-

pagate through the net.

Buflers Condition 2
The total number of buffers at each switch node is greater than 21 +4f + 2, or

that

1%-}& U f el f,

the expression { + 2 f + 1 is the maximum number of packets which can arrive
at that port from the time it has been decided locally (at the node interface),
until the time in which this state information is commonly known on the net.
Note that the second f is for the possible f packets which can be on their way,

from the time the new state is eommenly known.,

The Algorithm for Turning On the Overflow Hazard Flag:
A switch node will turn on the overflow hazard flag when it broadcasts via port,

over net , if the queue of full buffers ready to be sent via port, over met, is

greater or equal to

%w} ~1"=2f — 1, and similarly for the overflow hazard flag

which is broadcast over net,.

Theorem:

The above conditions and algorithm are sufficient for preventing overflow.
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Proof:
Whenever any of the two overflow hazard flags are turned on, the switch node
can control the traffic which is generated locally by its hest, by preventing the
host from filling up buffers. Assume that, in the worst case, all the traffic from
one net should be switched to the other net. Thus, no more than { + 2 f+1
packets can arrive from the moment the hazard flag is locally turned on until this
state is effective at all of the net’s nodes. Therefore, using the above algorithm is

sufficient to prevent overflow.

7.5.2. Ensuring maximum fow

The use of the overflow hazard flag may cause reduction in the performance of
the system, i.e., the above conditions can reduce the effective communication capacity

of the network. To prevent this additional condition is introduced:

Maximum Flow Condition:
When an overflow hazard flag is turned on over net,, there should be a minimum
number of full buffers in the queue to net,, such that this queue will not become
empty before the overflow hazard will be turn off. This minimum number is

I+ 2f -+ 1, and the following inequality holds:
[%"‘MJ ' =2f ~1 >0 +2f +1 or [1;‘;.,] > ol +2f +1).

Theorem:

The above condition iz sufficient to ensure maximanm flow.
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Proof:
Clearly, a reduction may happen if the queue of port, is empty, while the traffic
over nel, to this node is halted by the overflow hazard fiag. The time for turning
off the overflow hazard flag is ' + f +1 slots, and additional f slots are
required for a packet to arrive at this node. Thus, I' +2f -+ 1 full buffers ensure

that the node will be able to send packets continuously.

The value of { determines the total number of buffers in the interface. There-
fore, in order to reduce this number, the ports of a switch node should have more
access to a OMS, L.e., the switch node should have priority over other nodes in the use

of the OMS, This will alse improve the response time of the network.

7.5.3. Effective bandwidth

In this analysis, the system 18 modeled in order to find the number of nets
required for constructing a system with some given parameters. In the following
model the system is homogeneous; i.e, all the nodes are identical in their behavior,

and all the nets have the same number of nodes.

The following parameters are defined:
® n,., — the number of nodes on each net {n,,,, = k-+a).
2 %2 kg

Jmn

e 7, — the total number of nodes in the system n,, =n_,

e BW, .. - the node’s bandwidth, or the average traffic which the host of each node
generates (it is the same for nodes with one or two ports).
¢ BW, . — the net’s bandwidth, the maezimum traffic which the net can transfer.

e b — the ratio between BW, . and BW, . b=BW,  /BW, . .
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¢ d,,. ~ the average distance between two nodes of the network {measured in the
number of different nets in which a message should travel). In the 2D-P network the
possible distances are 1, 2 or 3 nets.

In order to support the average communication in the system, the following inequality

should be satisfed:

ned "pug d

2kBW >73asyar Bi‘};?’l.ﬂdﬂ d

Le., the total communication capacity should be greater than or equal o the total

traffic generated by the system’s nodes, which should be multiplied by the average
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distance (number of nets) each packet travels.

The average distance in the homogeneous 2D-F is

4 = 2ka 1k +a —1)}42k (k+a —1)43a (k —1)] +k?[1(2k~z~2a—~1}~«%»2((k+aw««l] 3

aye”

aya
Using the above expressions, it is possible to show various relationships among

the different parameters (see Figures 7.4 and 7.5). The parameter b represents the
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state of a given technology, and one can assume that its value will increase in the
future, with the result that a single net will be able %o support the communication of
more or busier nodes. For a larger value of b and o in a fixed size system, the number
of nets is smaller. Also for a fixed value of b, as the system size enlarges, the net size

enlarges as well. It is also apparent that the number of poris on each net of the par-

tial network is larger than —g- but smaller than 4.
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CHAPTER. 8.

FAULT TOLERANCE OF THE OPTICAL HYPERGRAPH

The basic principles which enable this optical architecture to tolerate physical
failures are outlined in this chapter. The scope of the fault tolerant (FT)} enhance-
ments includes functions performed by the network interface and not FT functions
performed by the hosts. Furthermore, the realization of some FT functions by the

interface reduces the complexity of the distributed software.

The basic architectural and pperational principles of the system are very suitable

for fault tolerant enhancements. The two most important properties are

(1) Passive optical star — this centralized topology is extremely suitable for fault
tolerant architecture because
(i} The net can tolerate multiple link and/or coupler failures {i.e. graceful
degradation of performance).
(i} The broadcast transmission over the net is redundant in nature. As a result,
all messages are received by all the net's ports. In general, much of the state
and time information, received by each node during the CMSs, is redundant.
(iii) The net has a single time reference, which enables distributed pet syn-

chronization and well-defined state transitions at the end of every time slot.

(2} Periedic exchange of state information — this mechanism is equivalent to
» g * " - - . -
exchanging " am elive’ messages il a synchronous and deterministic manner,

and any deviation from this behavior signals a failure. Note that the actusl



126

information being exchanged determines what failures can be tolerated.

Fault tolerance (FT) is the surviving attribute of a system. The following discus-
sion emphasizes how the system can tolerste physical failures rather than man-made
faults; for F'T taxonomy see [Aviz78]. The systerm consists of multiple computing and
communicating nodes the objective being that a failure of some nodes will not disable
the whole system. Thus, the basic F'l methodelogy, a graceful degradation of perfor-
mance, is completely distributed; i.e., no "king" is used in the fault tolerant pro-
cedures. As a result, the FT mechanism exhibite the equivalence between a regular
and partial hypergraph; ie., the regalar hypergraph can be gracefully degraded in a

distributed manner into almost any arbitrary partial network.

8.1. The Fault Tolerance Objectives
There are two major reasons for making this system capable of tolerating failures:

(1) Global Event Synchronization, in which the fundamental attribute of this system
makes the system more vulnerable. A single synchronization failure may cause
an entire system to fail. It will be shown that this unique optical architecture is,
indeed, capable of overcoming muliiple synchronization failures in a complete dis-

tributed manner.

{2)  Lossless, the decreased probability of & packet loss whereby communication reli-
ability is increased. A packet, transferred to the network interface, would not be
lost without leaving some traces. A successful data transfer occurs when {i} the
packet has reached its destination and left the network interface, or {ii} the

packet was detected as faulty by the sending side {self check by each port} and
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then retransmitted by the interface, or (iii) the packet can not reach its destina~
tion because of some port failures, and a message is then returned to the packet’s
origin. A loss of packel occurs when the packet is transferred to the network
interface and then "disappears” without any direct trace. Only a higher-level
communication protocol, at the destination host, can indirectly detect a missing

packet and then send a special retransmission request.

8.2, Methodology

In general, a fauli-tolerant procedure may have three steps: (i) fault detection -
achieved by adding redundant parameters {e.g., extra bits in the broadeast control mes-
sages), {ii} fault diagnosis ~ determining the source of the failure, and (iit) fault recovery
_ continuation of the system’s regular operation. In the following analysis the emphasis
is on the individual net. Once a net is FT and the connection between the two ports of

the interface is made FT, the whole system can then be made FT.

The method for fault-tolecant of the global event synchronization and bime-
stamping is by using fault masking; i.e., majority voting in real-time. This method uses

the inherent redundant nature of broadcasting over the optical star.

The fault-tolerant methodology for preventing packet loss is based on the ability to
detect faulty ports within a very small delay. Once a faulty port has been detected, the
net gracefully degrades its operation by isolating and bipassing the faulty port from the

net.

"The F'T analysis proceeds bottom—up, as shown in Figure 8.1. The lower level

and the basis of the FT analysis is the transmission medium (optical star}. The medinm
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is analyzed with respect to physical disconnection and for external interference (noise).

The basic FT principle of the system i« "isolate and skip.” A port which diag-
noses itself as faulty will isolate iisell from the net. Due to the deterministic, periodic
exchange mechanism, all other ports ean detect idle or faulty ports and skip them. The
last step models some passible failures in the synchronization and packet transfer opera-
tions and then presents solutions for overcoming them. These procedures are perfo.rAmed

in real time, in a distributed manner.

8.3, Optical Medium Failure

The basic fault-tolerant features of the net are derived from its centralized, pas-

sive, optical star topology, which can tolerate multiple link failure.

A
Messages \ Synehronization
Lossless k Time Stamps
Periodic Exchange El
Boit , Distributed SKIPPING o
oLLoT-up Isolate and Skip

Self Checking/Self Isolation i
E

o

Transmission Error Detection

Optical Medium Failure

Figure 8.1: Fault Tolerance Methodology
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Fault model of the medium ~ the cause of failure of the optical medium can be as 5
result of a mechanical damage, which results in a disconnection of the medium or star
coupler. The optical star can be protected by a metal box in order to prevent physical

damage. The optical net cannot be completely disconnected by 2 single coupler failure.

If the star is constructed, as shown in Figure 2.5, by = wgl-logz n couplers, then at least

mg» couplers should fail in order that the whole passive star will fail, or that the net will

become completely disconnected. Any partial failure where the net is still partially con-
nected, can be overcome by the isolate and skip mechanism. Similarly, multiple fiber
links failures are overcome by the isolate and skip procedure {unlike in rings or linear

buses where a single broken link can bring down the whole net).

Furthermore, the optical mediem is tmmune to almost all electro—magnetic, mag-
netic, and electric interferences (EMI, RF], etc.}, which sharply reduce the probability of
intermittent faitures, i.e., bit failures in the optical channel. The electronic circuits, not

the optical medium, is the main source of failure.

8.4. Transmission and Error Detection

"Phe next step in this F'T design is the detection of errors in the serial bit stream
(methods for error corrections are not discussed in this chapter). The detection is done
by the digital part of the receiver interface. Thus, detected failures can occur in the opti-

cal medium, in the analog cireuitry of the transmitter, or in the receiver.

The serial bit stream is encoded by the conservative cade, which ig self-clocking;

under normal conditions, the serial-to-parallel conversion is free of the metastable prob-
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lem, which reduces the reliability of the digital receiver.

(1)

{3}

Some fault models in the serial bit stream and their corresponding FT solutions are

A faulty detection of the codeword’s delimiting transition ~ this might happen as
result of a missing transitions {rising and falling edges); as 2 result, the sampling
of the current codeword is extended into the next codeword, so that all the fol-
lowing codeword samplings are not done on the exact codeword boundaries.

The solution is to map all the unused codewords to an error signal; e.g. the
8R/12B conservative code has 462 possible codewords; sinee only 256 are needed,
the remaining 206 codewords can be used for error detection. Thus, after a few
erroneons samplings of codewords, a codeword which is mapped to the error sig-

nal would occur. If the number of codewords which are used for legal data word

1T
is p, and the total different possible codewords is s, then with probability [}L}

)

after sampling n successive codewords, the error signal would be asserted.

A faulty transition positien - the number of transitions is still preserved, but one

of the codeword edges has been shifted.

The previous solution will work only with a probability of £-. Thus, for this
E

failare of the conservative code, the CRO error detection code can be used. The
CRC can be computed for each packet before the congervative transformation,
and its reminder is added to the tail of the packet. At the receiving side, alter

the conservative decoding, the CRC is computed and checked.

Clollisions — the primary reason for a collision is a failure in the digtributed syn-

chronization procedure at one of the net’s nedes. Since the transmission from all
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the nodes merges to one point in space, all the nodes are capable of detecting col
lisions of any length.

Collision is detected by using the conservative/balanced code, as deseribed in Sec-
tion 3.3. Bach nede can determine if its own transmission was involved in the
collision if it knows the collision time. This information can then be used in the

self-isolation procedure and in the synchronization, fault tolerant procedure.

8.5. The Interface and Self Isolation

In the network interface, described in Chapter 4, each port is full duplex. For FT
purposes it is assumed that the operation of the receiver and transmitter sides are com-
pletely independent. The interface is designed hierarchically, and only very small parts
of its digital components change their state in a high bandwidth. The full duplex,
hierarchical interface and the synchronous decoding improve the reliability of the inter-

face.

From the net point of view, the objectiv.e of the FT procedure of the port is to atop
the transmission in case of a failure; Le., self isolation, in which the port does not use
either its CMS or any previously reserved DMS. This strategy has major characteristics:
(i} it enables the net to maintain or regain synchronization among the nonfaulty nodes,
and (ii) it prevents the propagation of error in the system. The isolated port can he pas-

sive (not necessarily dead), and continue to monitor the activity over the net.

The following are several fault models which result in self isolation. The means
(hardware or software) for detecting these failures is exphicitly described. In the context

of this discussion there is no attempt to cover all possible failure modes. It is assumed
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thab the conservative/balanced code is used, which makes it possible to determine if a

transmission failure is because of & collision or other causes.

(1)

(3)

Transmission failure ~ the receiver side of the port receives its own transmission
after it was propagated via the optical star. I an error {not a collisicn) is
detected, then the port can retransmit the packet. Since a packet propagates
through the net within [ time siots, then after f +1 slots the port can determine
if the transmission was successful and only then discard the transmitted buffer. If
the node failed for two successive transmissions, then the node concludes that

something is faulty and is isolated from the net.

Transmitter clock failure — this clock is used for shifting the serial data out, and
for determining when each slot begins. A small deviation of this clock frequency
can be catastrophic for the net operation, since it can cause collisions.

A redundant clock, functioning as a watch-dog timer, deteets clock fajlures, Any

disagreement between these two clocks causes the self-isolation of the port.

Clollision — a port which detects a collision diagnose to check if its own transmis-
sion ‘was involved. It is done by measuring the time difference between the colli-
sion detection and the port’s last transmission. If the port’s transmission is

involved in the collision, the port immediately isclates itself.

A self-isolated port performs self-tests in order to further diagnose the source of

the failure. If nothing has been found, the port will become active again by simply start-

ing to send control messages during its predetermined CMS.
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8.6. Skipping over Self-Isclated Ports

The net continues ifs operation in the presence of self-isolated ports by skipping or
bipassing them during the CMSs and DMSs. This graceful degradation mechanism
enables the active ports to continue normal operation. The use of the CMSs is deter-
ministic, and the order of use is predetermined and commonly known. Hence, if a port is
idle during its CMS, its successor will continue in its turn. If a port is idle in using its
CMS twice successively, then (i) ail the DMBs which are reserved by the port are deleted,

and (i) no data packet is sent to this port.

Sinee there is a one-time reference on each net, the idle information about the self-
isolated ports is incorporated into the state {ransitions of all the nodes of a single net at
the same time (a well-defined state transition), which greatly simplifies the handling of
idle nodes. Whenever a port rejoins the activity on the net, by using ity control minislot,

the other ports stop their skipping.

8.6.1. Hardware requirements for skipping

The hardware requiremest for skipping is measured by the number of registers,
which contain the addresses of the nodes transmitted before this node. Each node has

its own set of registers.

In order to handle any number of failures in the use of the control minislot, each
node should have a complete list of the nodes in its subset. In the uniform case of n

nodes on a net, which use r CMSs, then each node should have a list of
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| = ‘E—‘ regisfers.

The use of the DMS is dynamic and depends on the specific scheduling algorithn.
If 5 uniform reund-robin algorithm is used, then several cases can be identified:
Case 1 - no skipping capability, each node which uses the DMS should store the
addresses of f +1 nodes which transmit in the sequence before it.
(iase 2 — in order to overcome a single failure by skipping, the node should store the
address of one more node in the sequence which transmits before it, or total of f+2
addresses.
Case 3 — in order to overcome g fatlures by skipping, the node should store the address
of g more nodes in the sequence which transmits before it, or total of f-+l-g
addresses.
Case 4 — in order to overcome any puinber of failures by skipping, the node should be

able to store the address of all the n —1 nodes of the net.

2.7. Lossless System

One of the major objectives of making bhis system faunlt tolerant is o minimize the
probability of a packet loss. 1t is achieved by minimizing two events:
(i) sending a packet to a faulty port, achieved by using the complementary acknowledge-
ment mechanism, and
(it) sending a packet to a port with no empty buffers, achieved by using overflow hazard

flags in the control messages.
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8.7.1. Complementary acknowledgement

The use of the control minislots by the net’s ports is deterministic and periodic,
and can be viewed as T am alive” messages; i.e., a port may check itself continuously,
as deseribed before, and as long a8 everything is normal, this port will continue to use
its CMS. Once a failure is detected, the port stops using its CMS, and thereby

indirectly notifies all the other ports of its failure.

This technique can be viewed as a complementary acknowledgement. There
are two advantages of this technique; first, communication validity is close to what
can be achieved with the usual acknowledgement protocol, and second, the significant

acknowledgement overhead is saved.

8.7.2. Overflow prevention

Each node has a finite set of m buffers; one of the objectives of the bufler con-
troler is to prevent overflow and o ensure maximum utilization of the communication
capacity. Sectlon 7.5 shows how a switch node of the 9D-FP hypergraph prevents
overflow and ensures maximum flow. All the nodes of 2D-R. can be viewed as switeh
nodes, and the conditions and algorithms for achieving these objectives are the same.
Thus, if the total number of buffers is m, the queue of each port can not have more
than half of them, Each node can transmit a control message every ! slots, and f is
the number of slots in each frame, then the necessary condition for preventing

overflow and ensuring maximum flow

\I;-‘—} ol 42 1)
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8.7.3. Verifying successful transmission

Two more conditions are needed to be added in order to verify with a high proba~
bility that the transmission of a packet is successful:
(i) A port performs a self check on every control message it sends during the CMS5; Le.,
the port waits f-+1 time slots and compares the receiving contro! message with the
original one. If the comparison fails, then the port will try to retransmit once more. i
it fails again, then the port will isolate itself and the packet will be sent to the host

with an unsuccessful transfer message.

(1i} A node does not discard a message for |— |-+ 2f +1 time slots. Within this period

k1)
¥

of time, the destination node should transmit via its CMS. If the node fails to do so,
then the source node should assume that the node is faulty and that the message failed

to reach its destination. In the case of failure, the port interface will notify its host.

The delay period for these two conditions is taken in parallel, and since the time
for the second condition is always longer, it is necessary to wait only that peried of

time.

8.8, Synchronization Fault Tolerance

The global event synchronization is a fundamental operation principle of this sys-
tern. A failure of the synchronization mechanism on one of the net’s ports can cause the
failure of the whole net. It important to ensure that a net failure will not cause failure of

other nets.
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8.8.1. Synchronization, failure detection, and protection

The optical net is a shared medium; thus, a synchronization failure is very likely
to be manifested by a collision, A conservative /balanced code detects a collision. In
order that a node will determine if its own transmission was involved, the node meas-
ures the time between its transmission and the collision detection. It is done at the
receiving side of the port, by an independent clock. If the collision was detected,
within a delay of f slots to f -1 slots, since the port’s last transmission, the port will
then assume that its transmission was involved in the collision. As a protection meas-

ure, the ports which were involved in a collision will isolate themselves.

£.8.2. Slot counter failure

The objective of the global synchronization procedure is to uniguely time stamp
uniquely alt computation and communication events, Thus, a slot counter failure wiil

enuse o false time stamp, which can result in 2 faulty computation.

This type of failure can be masked by comparing the value of the slot counter
with the time stamps of the control and data messages, which are continuously
received by the node. In the case of disagreement, the node performs majority voting
and updates the value slot counter. If this failure repeats, the sio£ counter should be

declared fanlty, and the two ports of the node will isolate themselves.

8.8.3. Global synchronization error detection

Error detection in the global synchronization algorithm is achieved by measuring

the timing difference between the two ports; if ih exceeds -;%’««ts an error would be

b
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indicated. Hence, if a port causes an arbitrarily long delay (as a result of malfunc.

tion), it can be detected by all the other ports.

Note, that this type of error is not likely to happen, since an error should be

detected on one of the system’s nets (usually a collision).

8.9, Discussion

In the previous fault-tolerance discussion, the main redundancy technique used was
hardware. Other F'T techniques such as (i) communication redundancy ~ extra redun-
dant messages, or (ii) time redundancy - repeated transactions, is used to a very limited
extent. Thus, fault tolerance enhancements minimally increase the system’s operational

complexity.

The complementary acknowledgement method ("I am Alive"), and the ability ta
execute a distributed transaction in an epen mode fashion {see Section 8.4} are lmportant

for F'T and for reducing the complexity of the distributed computation in the system,

The discussion on fault tolerance in this chapter added another dimension te the
significant capabilities of the proposed optical hypergraph architecture. It is very impor-
tant to pote that both the synchronization and fault tolerance mechanisms are derived
from the centralized, passive, optical star topoit)gy, and the periodic exchange of state
information. Thus, the topology and the periodic exchange ate important building

blacks of large distributed systems.
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CHAPTER 9.

INTEGRATION OF VOICE ON A SYNCHRONOUS HYPERGRAPH

9.1, Introduciion

The integration of real-time communication with digital data cornmunication is of
growing interest (see [FiTo86], [Grub81], and [Mont83]), for several reasons: Networks’
bandwidths are growing rapidly, so the excess capacity can be used for telephony or
video, which saves the construction of separate networks. Digitized voice telephony has
better quality than the analog one. At present, and even more so in the future, there
will be a demand for an off-line digital recording over a network of voice and video for
future use, so real-time data transfers over a large network are an actual necessity., In
this chapter it will be shown that the integration of voice on an optical hypergraph

architecture is more efficient and more effective as the net bandwidth increases.

In general, real-time communication constraints {the necessity to complete the
communication in a bounded time) introduce additional complexity to communication
management. However, real-time communication on a synchronous hypergraph network
introduces little additional complexity and is an immediate result of global event syn-

chronization.

The voice transmission is packetized and sent over the net by constructing virtual
multiplexers/demultiplexers. It is done without changing any of the previous design ele-
ments. Each telephone conversation has a very low bandwidth. Therefore, it is impor-

tant to be able to manage and transfer efficiently small blocks of data.
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The following discussion presents the basic protecols for integrating voice into the
network. The scope of the discussion is limited to the principles of operation and to the

analysis of the integration. This discussion is limited to two-party conversations.

9.2. Telephony Communication Characteristics

A typieal sampling rate for voice communication is every 125 pseconds or 8,000
samples per second. Analog samples are converted into §—hit bytes, which are grouped
into volce-parcels. The size of a typical voice-parcel is hetween 160 and 400 bytes of
speech, corresponding to 20-50 milliseconds of speech. The duration of a typical tele-

phone conversation is about 200 seconds (3 minutes).

The following parameters will be used:
oT, - the duration of speech which is sampled into one parcel,
e BW, . — the bandwidth of a single net,
o Th g — the duration of one data minislot,

» Thsp — the transmitting duration of one voice-parcel.

9.3. Principles of Voice Integration

The integration of voice into the system is achieved by adding the following

features to the optical architecture:

(1}  Cycle — the time is divided into cycles of ¢ slots each. The duration of each cycle

is exactly 7, the time which one voice-parcel is generated. The number of time
Ty

Tpar

slots in every eyele is ¢ = -



(5)
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Reservation Register - each node has a slot reservation register of ¢ cells, with 2
bits per cell, defined as follows:

0G ~ the slot is free

01 — the slot is reserved by another nede

10 — the slot is mine

11 ~ the slot is reserved for data communication

Free slots can be reserved for voice communication or can be used for data com-
municati;m, Slots reserved for data communication cannot be reserved for vaice.
Note that the access control mechanism continues to .operate as previously
described, but it uses only the free slots and slots which have been reserved for

data communication.

Virtual Multiplexing ~ each data minislot {DMS) is subdivided such that each
subsection will contain one voice-parcel. The number of voice~parcels in every

TDMS

DMS i p = These p parcels are sent from one origin but can have

TPA}E

different destinations on that same net.

Virtual Demultiplexing -~ each port of the net, which receives the broadeast
packet with the p volce-parcels, extracts those which are sent to it and discards
the rest. It is done on-line by checking an 8-bit logical address header of each

parcel.

Flow Condition - in order to guarantee the real-time flow of a telephone conver-
sation between two parties, every voice-parcel is transferred across one nef in one

cyele. Thus, voice-parcels cannot he accumulated and are guaranteed to reach
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their destinations in s fixed number of cycles.

¢.4. The Voice Protoecol

The voice protocol has three phases: (i} dial-up for constructing a bidirectional vir-
tual path between the two parties; (i} conversation, in which voice-parcels are
transferred every cycle between the two parties; and (ill} termination of the conversation.

The protacol is for 2D-R, but can be easily extended to other synchronous hypergraphs.

The telephones are interfacing the host bus, which resides outside of the network
interface. The telephone interface may accommedate several telephones. The voice pro-
tocol is performed by the network interface, which receives and transfers speech volce—

parcels from /to the telephone interface.

The protocol uses only primary routes, which utilize the least communication capa-
city of the net. On a 2D-R a phone copversation involves three nodes, as shown in Fig~
ure 9.1. The phone conversation is initiated via the SRC-node, the voice-parcels are
sent on the SRC-net to the INT-node, and from there via the DET-net to the DST-

node. The destination party is connected to the DST--node.

$.4.1. The dial-up phase

The first step, when a phone on a SRC-noede calle 2 phone on a 'DST~nodé, is to
determine the primary route, Le., to select the INT-node. The objective of following
steps is to reserve a virtual path from the SREC-node to the DS8T-node and back. The
transfer over each part of this path {net} is multiplexed by several conversations.

Reservation means that the port Interface to the net allocates a free space for one
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Figure 8.1: Integrating Voice on a 2D Regular Hypergraph

speech parcel in a DMS, which this port has reserved for its voice communication. If
the port does not have a free space in a reserved DMS, it tries to reserve a free slot,
and then it will allocate a free space for the parcel. If no free space is available, the
dial-up procedure fails, and a "Line Busy” message is sent to the phone at the SRC-
node.

Step 1 - the SRC-node tries to allocate a free space for a voice-parcel on the SRC-net.
If the space allocation is successful, a dial-up message is sent to the INT-node, other-
wise a "Line Busy” message iz sent to the requester.

Step 2 ~ the INT-node tries to allocate a free épace for two voice-parcels on the SRC-
net and on the DST-net. If the space allocation is successful, a dial-up message 1*9 sent
to the DST-node, otherwise a "Line Busy" message is sent to the requester via the
SRC-node, and the SRC-node deallocates the {ree space already assigned.

Step 3 - the DST-node tries to allocate a free space for a parcel on the DET-net. if

the allocation is successful, a "Line Ready” message is sent back to the SRC-node via
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the IN'T-node, otherwise a “Line Busy” message is sent back to the SRC-node via the
INT-node, and both the INT-node and SRC-node deallocate the free spaces already

assigned.

9.4.2. Conversation phase

For voice integration the system has two levels of synchronization (i} an event or
a slot, and (ii} a cycle which starts whenever the value, modulo ¢, of the slot counter is
one; i.e., the cycles of all the nodes are in phase. Asa result an end-to—end voice syn-
chronization is maintained, and the speech parcels which arrvive at their destination
can be converted back into voice in a constant rate (with maximum error of only

+0.5T, ).

Each source and destination telephone generates one parcel per cycle. Since the
dial-up procedure guarantees that there is a space for each parcel during each cycle, 3
voice-parcel is transferred from SRC-node to DST-node in two cycles. The INT-node
will not transfer a voice-parcel to the DS8T-node in the same cycle it has been

received; therefore, the parcels ordering at the DST-node are preserved.

The transmission of voiee, during the conversation phase, is via the virtual
multiplexing /demultiplexing mechanism, performed in two steps:
Multiplexing - a node broadcasts a packet of data during the DMS with several speech
parcels, each with different destination on the net.
Demultiplexing ~ each node on the net receives a data packet and extracts the parcels

with its destination and discards the rest.
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The INT-node extracts parcels from the traffic on the SRC-net with a destina-
tion to the DST-node and transfers them to its orthogonal port which sends them to

the D8T-node via the DST-net.

9.4.3. Termination phase

The termination procedure {rees the space allocated for the conversation during
the dial-up phase. The SRC-node sends a "Terminate” message to the INT-node and

then to the D8 T-node.

9.5. Analysis

Analysis evaluates the consequences of the voice integration on a 2D-R synchronous

hypergraph. The analysis uses the parameters previously defined.

Example:~
For the discussion some numerieal resulis are presented which use the following
parameters:
e The speech is digitized by a sample of 8 bits every 125 useconds {the bandwidth is
8,000 bytes per second)
e T, = 25000 pseconds {the duration of speech which is sampled into one voice-
parcel of 1,600 bits)
s BW,_ . = 10° bits per second (the bandwidth of a net)

¢ Tpay = 32 pseconds (the duration of one data minislot}

T, 8 95,000 8§
o Thyp = —i s el ne == 1.6 pseconds {the duration of ene parcel
PAR = 08 T 55 T pse { 1 parcel)
8 p == -7?’?4%2“ = 20 parcels in one data packet {during one DMS)
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o ¢ = —I— & 700 slots per cycle

"y
#

e 1 = 100 nodes per net

9.5.1. End-to-end delay

The end-to-end delay is measured in cycles (7, } and is defined as the time inter-
val between the analog/digital conversion (ADC) and the digital/analog conversion
(DAC). It takes one cycle for ADC of one parcel; at the end of the cycle the parcel is
at the SRC-node. During the next cycle the parcel arrives at the INT-node and at the
DST-node during the third cyele. The DAC, for regenerating the voice-parcel, can
then start. Thus, it takes three cycles for a voice-parcel to get from the source phone

to the destination phone; e.g., for T;, = &5 milliseconds the end-to-end delay is 75 mil

liseconds.

The time for internal data transfers within the interface is ignored since it is
assumed to be much smaller than the cycle time. Also, the frame delay is ignored

since it is only a few slots much less than the 700 slots of one cycle.

%.5.2. Reservation inefliciency

Reservation ineficiency is defined as the communication capacity which is wasted
because of the voice reservation mechanism. Assume that the average utilization of a
reserved slot is 0.5, so every port on a net might waste an average 0.5 DMS. Hence,

the reservation inefficiency (£) is
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i
Snmspry = 05— 100(%).

FOI‘ bhe &h{)ve example ii» '15‘3 5}3[35},:]&:’ o 0.5%‘"100 = 7%.

Note: (i} The wasted space is actually free and can be used by the node for data
transfers or for dial-up and termination messages. {ii) The reservation inefficiency
decreases as the number of nodes decreases. (iii) The number of slots in one cycle {¢}
increases linearly as the BW,, increases; therefore, in a higher communication
bandwidth the reservation inefficiency decreases (assuming that all other parameters
are not changed). This last result is especially important since it indicates a direct

advantage for using channels with a higher bandwidth.

9.6. Routing by Local Balancing

The routing algorithm is performed by the SRC-node before beginning the dial-up
protocol. In general, telephony communication is easier to balance, since each conversa-
tion duration is about four orders of magnitude longer than the time slot. Therefore,

load balancing can be viewed as a static procedure rather than a dynamic one.

The proposed routing algorithm has the following principles:
(i} each node has a reservation register at each port,
(it} each node does not reserve more than it actually needs,
(iii) only primary routes are considered,
(iv} reservation eriterion — the selection between the two primary routes is made such
that the total number of reserved slots on the two orthogonal nets is the same, i.e., the

two reservation registers have reserved the same number of slots.
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The major advantage of this procedure is that it can be done in a completely distri-

buted manner and without exchanging any additional information. If the nets systems

are more or less uniform, this algorithm may have an efficient performance.

4.7. Discussion

The integration of voice telephony into the synchronous optical hypergraph bas

been shown to be straightforward. From the hardware point of view there are two addi-

tional requirements: (i) reservation register of ¢ cells at each port, and (ii} comparator

for the virtual demultiplexing,

The low-dimension, high-bandwidth hypergraph has twe major advantages over

higher dimension hypergraph {or point-to-point network):

(1)

The end-to-end delay of the volce-parcel is proportional to the length of the
path, which is measured by the number of nets in the path. Therefore, a lower

dimension with fewer nets in its path results in a shorter end-to—end delay.

The ineficiency for the integration of voice is smaller as the bandwidth gets

higher, as shown in the following equations:

Ti
Eppspny = 0-5';”(1[}9(%)-

T
Since, (1) ¢ == 7?&, {ii} r is the size of a slot in bits, and (i) T, = Mlmtmw' the
- net

=B
Eppseny 18

. T ¥
ERpsERV = 9-5-"17:“ S — TN
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CHAPTER 10.

DISCUSSION AND CONCLUSIONS

18.1. General

The concept of a synchronous optical hypergraph has potential for many applica-
tions, of which the metropolitan area network is only one. The hypergraph architecture
may be extended in size by combining satellite networks, or it may be implemented, in a
very small area, as a machine for processing data rather than as a system for transfer-
ring data. Another possible use of the synchronous hypergraph is in real-time control of
industrial automation. In general, almost any real-time system which is spread over a

large area can be realized by the synchronous hypergraph.
The two most important attributes of this system are

(1) The ability to transfer efficiently small and large messages at high bandwidth by
using the conservative code. Thus, it is possible to exchange control messages
efficiently, which enables the integration of various network functions in a uni-

form manner,

(2)  Efficient global synchronization and total event ordering, enables the straightfor-
ward integration of voice and simplifies the design of distributed parallel algo-

rithma.

The core of this system is a centralized, passive, optical star coupler, which is very

reliable, and which splits the energy among the receiving nodes in an optimal way: if
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there are n nodes, each node receives L of the energy. The links connecting the nodes to
n

the centralized switch are single-mode, very low-loss, optical fibers. Thus, longer links
do not impose any significant reduction to the energy received by each node, and it is
better to let the signal travel a longer distance and to split equally the signal energy,
rather than have shorter links but without an equal division of the energy, as in the cases

of linear bus and passive ring.

10.2. Thesis Discussion

The following discussion shows that the thesis of this dissertation "4 low-
dimension, high width (the number of ports on a net), globally-synchronized, opticel
hypergraph, can be efficiently (with low overhead) managed and controlled in a distributed
manner,” iz an immediate result of the design and analysis of the system, as presented in
the previous chapters. This design is not arbitrary, but is rather a logical outcome of
the technological advances in optical communication and semiconductors. Furthermore,
the design gives specific solutions to problems in the areas of communication and compu-

tation.

The argument is iHustrated in Figure 10,1. The different attributes of the optical
hypergraph are circularly related to one another. In the discussion only the major

relevant arguments are mentioned.

The immediate consequence of recent technological advances is that communication
bandwidths about 100 times greater than at present are feasible. Therefore, a medium
with such high bandwidth can support multiple nodes. Note that as the bandwidth

increases the width (number of nodes) of the net can be increased as well. The high
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bandwidth is well suited for the realization of the conservative code, which enables nodes
to efficiently transmit and receive very short messages for the control of the multiple-

access medium,

For a given total number of nodes, p, the dimensionality, I, of the network is

related to its width, W, by

p =W’ o D = logyp

The broadcast nature of the transmission, together with a low dimensionality
hypergraph, enable state information to propagate rapidly through the network, which is
essential for the periodic exchange of state information and the implementation of glohal
synchronization, so as to maintain total event ordering, Using this basic construction,
the efficient integration of voice becomes very simple. The efficiency of voice integration
increases with bandwidth. With this argument, the loop is closed. The period of
exchanging state information gets shorter as the handwidth gets higher. Thus, distri-

buted algorithms are mere efficient, since they use more recent state information.

10.3. On the Virtue of an Optical Hypergraph

The design principles of this system are applicable to different topologies; the design
of 2D-R and 2D--P can be easily extended to an arbitrary hypergraph. This is important

beeause of

(1)  Graceful degradation - in principle, any hypergraph can degrade its operation to
another arbitrary hypergraph, which is smaller in size. I a node or a port ceases
to exist, anly its neighbors on its connected nets need be aware of this and make

sure not to route any message to it. They may use an alternative route or send a



message to the originating node.

{2}  Graceful upgrading - the opposite of the previous property. In many practical
cases the system is not implemented at once, either because the requirements are
not known or due to lack of resources, The optical bypergraph can be extended
gradually, the basic configuration being a single net, and more nets can then be

added later as needed.

10.4. Synchronous and Asynchronous Computations

The system is synchronous in its macrolevel {slot duration} and is asynchronous iu
its microlevel. The eomputations that are distributedly performed on this system can be
viewed as asynchronous computations with bounded time, where the hound is the time
slot or frame. It is interesting to note that if the slot size is determined by a typical
page or file in the system {e.g., 4K bytes), then the bound on asynchronous computation
is inversely proportional to the baud rate. This is another reason why increasingly

higher bandwidth is significant.

For example, with a slot length of 8k bytes and a baud rate of 1 gigabit /second, the
slot duration is 64 microseconds, which is shorter than the time of most software
processes, even for fast, general purpose machines, Thus, if the basic computational step
is not smaller than the bound asynchronous computation, then it is reasonable to con-

sider that the distributed execution is synchronous.,
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10.5. Reduction of Software Complexity

One of the major design objectives is to reduce the system’s software complexity.

In the optical hypergraph design this objective has been achieved by several means:

{1)

(2)

(3)

Open mode concurrency control, which operates without an explicit acknowledge-
ment. This alleviates the necessity for special acknowledgement messages. More-
over, the open—-mode concurrency control requests are performed by the interface,

independent of the distributed operating system software.

Total event ordering, simplifies the execution of distributed algorithms and the
scheduling mechanism of distributed operating systems., With total event order-
Ing it is also easier to maintain the bookkeeping of events in the system. The
temporal order is the natural order in any system. Thus, with total event order-

ing it is simpler to ensure the serializability of a distributed procedure.

Implementing "iraditional” operating system functions (like routing or buffer

management} by the interface in real time, by a dedicated hardware or firmware.

10.8. Further Considerations

The principles for constructing the synchronous hypergraph can be extended in two

ways:

(1)

Higher dimensionality, such as 3D regular hypergraph, with three potts per node,
The network then can have 100,000 to 1,000,000 nodes. Increasing the dimen-
sionzality is done only when it is pot possible to accomnmodate all the nodes on a

lower-—dimension hypergraph.
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Satellite network, another interesting extension, can be done by combining
several optieal bypergraphs via satellite networks. The satellite network has an
acbive star topology, so that synchronization among its nodes should be a¢ sim-
ple as for an optical star. Thus, coherent integration with the aptical nets is pos-
sible but not simple. The major difference js that the satellite network exhibits

much longer delays (about 1000 times).
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